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Einleitung und Uberblick

Wir haben diese Datenschutzerklarung (Fassung 13.02.2026-113105601) verfasst, um lhnen gemaRi
der Vorgaben der Datenschutz-Grundverordnung (EU) 2016/679 und anwendbaren nationalen
Gesetzen zu erklaren, welche personenbezogenen Daten (kurz Daten) wir als Verantwortliche - und
die von uns beauftragten Auftragsverarbeiter (z. B. Provider) - verarbeiten, zukunftig verarbeiten
werden und welche rechtmaligen Moglichkeiten Sie haben. Die verwendeten Begriffe sind
geschlechtsneutral zu verstehen.

Kurz gesagt: Wir informieren Sie umfassend Uber Daten, die wir Uber Sie verarbeiten.

Datenschutzerklarungen klingen fur gewdhnlich sehr technisch und verwenden juristische
Fachbegriffe. Diese Datenschutzerklarung soll Ihnen hingegen die wichtigsten Dinge so einfach und
transparent wie moglich beschreiben. Soweit es der Transparenz férderlich ist, werden technische
Begriffe leserfreundlich erklart, Links zu weiterfuhrenden Informationen geboten und Grafiken
zum Einsatz gebracht. Wir informieren damit in klarer und einfacher Sprache, dass wir im Rahmen
unserer Geschaftstatigkeiten nur dann personenbezogene Daten verarbeiten, wenn eine
entsprechende gesetzliche Grundlage gegeben ist. Das ist sicher nicht méglich, wenn man
moglichst knappe, unklare und juristisch-technische Erklarungen abgibt, so wie sie im Internet oft
Standard sind, wenn es um Datenschutz geht. Ich hoffe, Sie finden die folgenden Erlauterungen
interessant und informativ und vielleicht ist die eine oder andere Information dabei, die Sie noch
nicht kannten.

Wenn trotzdem Fragen bleiben, mochten wir Sie bitten, sich an die unten bzw. im Impressum
genannte verantwortliche Stelle zu wenden, den vorhandenen Links zu folgen und sich weitere
Informationen auf Drittseiten anzusehen. Unsere Kontaktdaten finden Sie selbstverstandlich auch
im Impressum.


https://eur-lex.europa.eu/legal-content/DE/TXT/HTML/?uri=CELEX:32016R0679&from=DE&tid=113105601#d1e2269-1-1

Anwendungsbereich

Diese Datenschutzerklarung gilt fur alle von uns im Unternehmen verarbeiteten
personenbezogenen Daten und fur alle personenbezogenen Daten, die von uns beauftragte Firmen
(Auftragsverarbeiter) verarbeiten. Mit personenbezogenen Daten meinen wir Informationen im
Sinne des Art. 4 Nr. 1 DSGVO wie zum Beispiel Name, E-Mail-Adresse und postalische Anschrift
einer Person. Die Verarbeitung personenbezogener Daten sorgt daflir, dass wir unsere
Dienstleistungen und Produkte anbieten und abrechnen kdnnen, sei es online oder offline. Der
Anwendungsbereich dieser Datenschutzerklarung umfasst:

e alle Onlineauftritte (Websites, Onlineshops), die wir betreiben
¢ Social Media Auftritte und E-Mail-Kommunikation
e mobile Apps fur Smartphones und andere Gerate

Kurz gesagt: Die Datenschutzerklarung gilt fur alle Bereiche, in denen personenbezogene Daten im
Unternehmen Uber die genannten Kanale strukturiert verarbeitet werden. Sollten wir aul3erhalb
dieser Kanale mit Ihnen in Rechtsbeziehungen eintreten, werden wir Sie gegebenenfalls gesondert
informieren.

Rechtsgrundlagen

In der folgenden Datenschutzerklarung geben wir IThnen transparente Informationen zu den
rechtlichen Grundsatzen und Vorschriften, also den Rechtsgrundlagen der Datenschutz-
Grundverordnung, die uns ermdglichen, personenbezogene Daten zu verarbeiten.

Was das EU-Recht betrifft, beziehen wir uns auf die VERORDNUNG (EU) 2016/679 DES
EUROPAISCHEN PARLAMENTS UND DES RATES vom 27. April 2016. Diese Datenschutz-
Grundverordnung der EU kdnnen Sie selbstverstandlich online auf EUR-Lex, dem Zugang zum EU-
Recht, unter https://eur-lex.europa.eu/legal-content/DE/ALL/?uri=celex%3A32016R0679 nachlesen.

Wir verarbeiten lhre Daten nur, wenn mindestens eine der folgenden Bedingungen zutrifft:

1. Einwilligung (Artikel 6 Absatz 1 lit. a DSGVO): Sie haben uns lhre Einwilligung gegeben, Daten
zu einem bestimmten Zweck zu verarbeiten. Ein Beispiel ware die Speicherung lhrer
eingegebenen Daten eines Kontaktformulars.

2. Vertrag (Artikel 6 Absatz 1 lit. b DSGVO): Um einen Vertrag oder vorvertragliche
Verpflichtungen mit Ihnen zu erfullen, verarbeiten wir Ihre Daten. Wenn wir zum Beispiel
einen Kaufvertrag mit Ihnen abschlieen, bendtigen wir vorab personenbezogene
Informationen.

3. Rechtliche Verpflichtung (Artikel 6 Absatz 1 lit. c DSGVO): Wenn wir einer rechtlichen
Verpflichtung unterliegen, verarbeiten wir Ihre Daten. Zum Beispiel sind wir gesetzlich
verpflichtet Rechnungen fur die Buchhaltung aufzuheben. Diese enthalten in der Regel
personenbezogene Daten.

4. Berechtigte Interessen (Artikel 6 Absatz 1 lit. f DSGVO): Im Falle berechtigter Interessen, die
Ihre Grundrechte nicht einschranken, behalten wir uns die Verarbeitung personenbezogener
Daten vor. Wir mussen zum Beispiel gewisse Daten verarbeiten, um unsere Website sicher


https://eur-lex.europa.eu/legal-content/DE/ALL/?uri=celex%3A32016R0679

und wirtschaftlich effizient betreiben zu kdnnen. Diese Verarbeitung ist somit ein berechtigtes
Interesse.

Weitere Bedingungen wie die Wahrnehmung von Aufnahmen im 6ffentlichen Interesse und
Ausubung offentlicher Gewalt sowie dem Schutz lebenswichtiger Interessen treten bei uns in der
Regel nicht auf. Soweit eine solche Rechtsgrundlage doch einschlagig sein sollte, wird diese an der
entsprechenden Stelle ausgewiesen.

Zusatzlich zu der EU-Verordnung gelten auch noch nationale Gesetze:

« In Osterreich ist dies das Bundesgesetz zum Schutz natirlicher Personen bei der
Verarbeitung personenbezogener Daten (Datenschutzgesetz), kurz DSG.
¢ In Deutschland gilt das Bundesdatenschutzgesetz, kurz BDSG.

Sofern weitere regionale oder nationale Gesetze zur Anwendung kommen, informieren wir Sie in
den folgenden Abschnitten daruber.

Speicherdauer

Dass wir personenbezogene Daten nur so lange speichern, wie es fur die Bereitstellung unserer
Dienstleistungen und Produkte unbedingt notwendig ist, gilt als generelles Kriterium bei uns. Das
bedeutet, dass wir personenbezogene Daten I6schen, sobald der Grund fur die Datenverarbeitung
nicht mehr vorhanden ist. In einigen Fallen sind wir gesetzlich dazu verpflichtet, bestimmte Daten
auch nach Wegfall des ursprungliches Zwecks zu speichern, zum Beispiel zu Zwecken der
Buchfuhrung.

Sollten Sie die Loschung Ihrer Daten wunschen oder die Einwilligung zur Datenverarbeitung
widerrufen, werden die Daten so rasch wie moglich und soweit keine Pflicht zur Speicherung
besteht, geldscht.

Uber die konkrete Dauer der jeweiligen Datenverarbeitung informieren wir Sie weiter unten, sofern
wir weitere Informationen dazu haben.

Cookies

Cookies Zusammenfassung

28 Betroffene: Besucher der Website

© Zweck: abhangig vom jeweiligen Cookie. Mehr Details dazu finden Sie weiter unten bzw.
beim Hersteller der Software, der das Cookie setzt.

& Verarbeitete Daten: Abhangig vom jeweils eingesetzten Cookie. Mehr Details dazu finden
Sie weiter unten bzw. beim Hersteller der Software, der das Cookie setzt.

Speicherdauer: abhangig vom jeweiligen Cookie, kann von Stunden bis hin zu Jahren
variieren

Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit.f DSGVO
(Berechtigte Interessen)




Was sind Cookies?

Unsere Website verwendet HTTP-Cookies, um nutzerspezifische Daten zu speichern.
Im Folgenden erklaren wir, was Cookies sind und warum Sie genutzt werden, damit Sie die folgende
Datenschutzerklarung besser verstehen.

Immer wenn Sie durch das Internet surfen, verwenden Sie einen Browser. Bekannte Browser sind
beispielsweise Chrome, Safari, Firefox, Internet Explorer und Microsoft Edge. Die meisten Websites
speichern kleine Text-Dateien in Inrem Browser. Diese Dateien nennt man Cookies.

Eines ist nicht von der Hand zu weisen: Cookies sind echt nutzliche Helferlein. Fast alle Websites
verwenden Cookies. Genauer gesprochen sind es HTTP-Cookies, da es auch noch andere Cookies
far andere Anwendungsbereiche gibt. HTTP-Cookies sind kleine Dateien, die von unserer Website
auf IThrem Computer gespeichert werden. Diese Cookie-Dateien werden automatisch im Cookie-
Ordner, quasi dem “Hirn” Ihres Browsers, untergebracht. Ein Cookie besteht aus einem Namen und
einem Wert. Bei der Definition eines Cookies mussen zusatzlich ein oder mehrere Attribute
angegeben werden.

Cookies speichern gewisse Nutzerdaten von Ihnen, wie beispielsweise Sprache oder personliche
Seiteneinstellungen. Wenn Sie unsere Seite wieder aufrufen, Gbermittelt Inr Browser die
.userbezogenen” Informationen an unsere Seite zurtck. Dank der Cookies weil3 unsere Website,
wer Sie sind und bietet Ihnen die Einstellung, die Sie gewohnt sind. In einigen Browsern hat jedes
Cookie eine eigene Datei, in anderen wie beispielsweise Firefox sind alle Cookies in einer einzigen
Datei gespeichert.

Die folgende Grafik zeigt eine mdgliche Interaktion zwischen einem Webbrowser wie z. B. Chrome
und dem Webserver. Dabei fordert der Webbrowser eine Website an und erhalt vom Server ein
Cookie zurlck, welches der Browser erneut verwendet, sobald eine andere Seite angefordert wird.

Browser fordert eine Website an

Webserver liefert die Website und ein Cookie

Browser wie z. B. Chrome Websiteinhalt
oder Firefox mit der man Webserver der Website
sich Websites ansieht

Browser fordert noch eine Seite der Website an

Es gibt sowohl Erstanbieter Cookies als auch Drittanbieter-Cookies. Erstanbieter-Cookies werden
direkt von unserer Seite erstellt, Drittanbieter-Cookies werden von Partner-Websites (z.B. Google
Analytics) erstellt. Jedes Cookie ist individuell zu bewerten, da jedes Cookie andere Daten speichert.



Auch die Ablaufzeit eines Cookies variiert von ein paar Minuten bis hin zu ein paar Jahren. Cookies
sind keine Software-Programme und enthalten keine Viren, Trojaner oder andere ,Schadlinge”.
Cookies kdnnen auch nicht auf Informationen Ihres PCs zugreifen.

So kénnen zum Beispiel Cookie-Daten aussehen:

Name: _ga

Wert: GA1.2.1326744211.152113105601-9
Verwendungszweck: Unterscheidung der Websitebesucher
Ablaufdatum: nach 2 Jahren

Diese Mindestgrof3en sollte ein Browser unterstutzen kénnen:

e Mindestens 4096 Bytes pro Cookie
e Mindestens 50 Cookies pro Domain
e Mindestens 3000 Cookies insgesamt

Welche Arten von Cookies gibt es?

Die Frage welche Cookies wir im Speziellen verwenden, hangt von den verwendeten Diensten ab
und wird in den folgenden Abschnitten der Datenschutzerklarung geklart. An dieser Stelle mochten
wir kurz auf die verschiedenen Arten von HTTP-Cookies eingehen.

Man kann 4 Arten von Cookies unterscheiden:

Unerlassliche Cookies

Diese Cookies sind nétig, um grundlegende Funktionen der Website sicherzustellen. Zum Beispiel
braucht es diese Cookies, wenn ein User ein Produkt in den Warenkorb legt, dann auf anderen
Seiten weitersurft und spater erst zur Kasse geht. Durch diese Cookies wird der Warenkorb nicht
geldscht, selbst wenn der User sein Browserfenster schlief3t.

ZweckmanRige Cookies

Diese Cookies sammeln Infos Uber das Userverhalten und ob der User etwaige Fehlermeldungen
bekommt. Zudem werden mithilfe dieser Cookies auch die Ladezeit und das Verhalten der Website
bei verschiedenen Browsern gemessen.

Zielorientierte Cookies
Diese Cookies sorgen fur eine bessere Nutzerfreundlichkeit. Beispielsweise werden eingegebene
Standorte, SchriftgréBen oder Formulardaten gespeichert.

Werbe-Cookies
Diese Cookies werden auch Targeting-Cookies genannt. Sie dienen dazu dem User individuell
angepasste Werbung zu liefern. Das kann sehr praktisch, aber auch sehr nervig sein.

Ublicherweise werden Sie beim erstmaligen Besuch einer Website gefragt, welche dieser
Cookiearten Sie zulassen mochten. Und naturlich wird diese Entscheidung auch in einem Cookie
gespeichert.



Wenn Sie mehr Uber Cookies wissen mdchten und technische Dokumentationen nicht scheuen,
empfehlen wir https://datatracker.ietf.org/doc/html/rfc6265, dem Request for Comments der
Internet Engineering Task Force (IETF) namens “HTTP State Management Mechanism”.

Zweck der Verarbeitung uiber Cookies

Der Zweck ist letztendlich abhangig vom jeweiligen Cookie. Mehr Details dazu finden Sie weiter
unten bzw. beim Hersteller der Software, die das Cookie setzt.

Welche Daten werden verarbeitet?

Cookies sind kleine Gehilfen fur viele verschiedene Aufgaben. Welche Daten in Cookies gespeichert
werden, kann man leider nicht verallgemeinern, aber wir werden Sie im Rahmen der folgenden
Datenschutzerklarung Uber die verarbeiteten bzw. gespeicherten Daten informieren.

Speicherdauer von Cookies

Die Speicherdauer hangt vom jeweiligen Cookie ab und wird weiter unter prazisiert. Manche
Cookies werden nach weniger als einer Stunde geldscht, andere kénnen mehrere Jahre auf einem
Computer gespeichert bleiben.

Sie haben aulBerdem selbst Einfluss auf die Speicherdauer. Sie kénnen Uber ihren Browser
samtliche Cookies jederzeit manuell [6schen (siehe auch unten “Widerspruchsrecht”). Ferner
werden Cookies, die auf einer Einwilligung beruhen, spatestens nach Widerruf Ihrer Einwilligung
geldscht, wobei die Rechtmaligkeit der Speicherung bis dahin unberihrt bleibt.

Widerspruchsrecht - wie kann ich Cookies I6schen?

Wie und ob Sie Cookies verwenden wollen, entscheiden Sie selbst. Unabhangig von welchem
Service oder welcher Website die Cookies stammen, haben Sie immer die Mdglichkeit Cookies zu
|6schen, zu deaktivieren oder nur teilweise zuzulassen. Zum Beispiel kdnnen Sie Cookies von
Drittanbietern blockieren, aber alle anderen Cookies zulassen.

Wenn Sie feststellen mochten, welche Cookies in Ihrem Browser gespeichert wurden, wenn Sie
Cookie-Einstellungen andern oder I6schen wollen, kdnnen Sie dies in Ihren Browser-Einstellungen
finden:

Chrome: Cookies in Chrome |l6schen, aktivieren und verwalten

Safari: Verwalten von Cookies und Websitedaten mit Safari

Firefox: Cookies |6schen, um Daten zu entfernen, die Websites auf Ihnrem Computer abgelegt haben

Internet Explorer: Loschen und Verwalten von Cookies

Microsoft Edge: L6schen und Verwalten von Cookies

Falls Sie grundsatzlich keine Cookies haben wollen, kénnen Sie Ihren Browser so einrichten, dass er


https://datatracker.ietf.org/doc/html/rfc6265
https://support.google.com/chrome/answer/95647?tid=113105601
https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=113105601
https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=113105601
https://support.microsoft.com/de-de/windows/l%C3%B6schen-und-verwalten-von-cookies-168dab11-0753-043d-7c16-ede5947fc64d?tid=113105601
https://support.microsoft.com/de-de/microsoft-edge/cookies-in-microsoft-edge-l%C3%B6schen-63947406-40ac-c3b8-57b9-2a946a29ae09?tid=113105601

Sie immer informiert, wenn ein Cookie gesetzt werden soll. So kénnen Sie bei jedem einzelnen
Cookie entscheiden, ob Sie das Cookie erlauben oder nicht. Die Vorgangsweise ist je nach Browser
verschieden. Am besten Sie suchen die Anleitung in Google mit dem Suchbegriff “Cookies [6schen
Chrome” oder “Cookies deaktivieren Chrome” im Falle eines Chrome Browsers.

Rechtsgrundlage

Seit 2009 gibt es die sogenannten ,Cookie-Richtlinien”. Darin ist festgehalten, dass das Speichern
von Cookies eine Einwilligung (Artikel 6 Abs. 1 lit. a DSGVO) von lhnen verlangt. Innerhalb der EU-
Lander gibt es allerdings noch sehr unterschiedliche Reaktionen auf diese Richtlinien. In Osterreich
erfolgte aber die Umsetzung dieser Richtlinie in 8 165 Abs. 3 des Telekommunikationsgesetzes
(2021). In Deutschland wurden die Cookie-Richtlinien nicht als nationales Recht umgesetzt.
Stattdessen erfolgte die Umsetzung dieser Richtlinie weitgehend in §8 15 Abs. 3 des
Telemediengesetzes (TMG), welches seit Mai 2024 durch das Digitale-Dienste-Gesetz (DDG) ersetzt
wurde.

Far unbedingt notwendige Cookies, auch soweit keine Einwilligung vorliegt, bestehen berechtigte
Interessen (Artikel 6 Abs. 1 lit. f DSGVO), die in den meisten Fallen wirtschaftlicher Natur sind. Wir
mochten den Besuchern der Website eine angenehme Benutzererfahrung bescheren und dafur
sind bestimmte Cookies oft unbedingt notwendig.

Soweit nicht unbedingt erforderliche Cookies zum Einsatz kommen, geschieht dies nur im Falle
Ihrer Einwilligung. Rechtsgrundlage ist insoweit Art. 6 Abs. 1 lit. a DSGVO.

In den folgenden Abschnitten werden Sie genauer Uber den Einsatz von Cookies informiert, sofern
eingesetzte Software Cookies verwendet.

Webhosting Einleitung

Webhosting Zusammenfassung

18 Betroffene: Besucher der Website

© Zweck: professionelles Hosting der Website und Absicherung des Betriebs

B Verarbeitete Daten: IP-Adresse, Zeitpunkt des Websitebesuchs, verwendeter Browser und
weitere Daten. Mehr Details dazu finden Sie weiter unten bzw. beim jeweils eingesetzten
Webhosting Provider.

Speicherdauer: abhangig vom jeweiligen Provider, aber in der Regel 2 Wochen
Rechtsgrundlagen: Art. 6 Abs. 1 lit.f DSGVO (Berechtigte Interessen)

Was ist Webhosting?

Wenn Sie heutzutage Websites besuchen, werden gewisse Informationen - auch
personenbezogene Daten - automatisch erstellt und gespeichert, so auch auf dieser Website. Diese
Daten sollten moglichst sparsam und nur mit Begrindung verarbeitet werden. Mit Website meinen
wir Ubrigens die Gesamtheit aller Webseiten auf einer Domain, d.h. alles von der Startseite
(Homepage) bis hin zur aller letzten Unterseite (wie dieser hier). Mit Domain meinen wir zum
Beispiel beispiel.de oder musterbeispiel.com.



Wenn Sie eine Website auf einem Computer, Tablet oder Smartphone ansehen mdchten,
verwenden Sie dafur ein Programm, das sich Webbrowser nennt. Sie kennen vermutlich einige
Webbrowser beim Namen: Google Chrome, Microsoft Edge, Mozilla Firefox und Apple Safari. Wir
sagen kurz Browser oder Webbrowser dazu.

Um die Website anzuzeigen, muss sich der Browser zu einem anderen Computer verbinden, wo der
Code der Website gespeichert ist: dem Webserver. Der Betrieb eines Webservers ist eine
komplizierte und aufwendige Aufgabe, weswegen dies in der Regel von professionellen Anbietern,
den Providern, Ubernommen wird. Diese bieten Webhosting an und sorgen damit fur eine
verlassliche und fehlerfreie Speicherung der Daten von Websites. Eine ganze Menge Fachbegriffe,
aber bitte bleiben Sie dran, es wird noch besser!

Bei der Verbindungsaufnahme des Browsers auf Ihrem Computer (Desktop, Laptop, Tablet oder
Smartphone) und wahrend der Datenubertragung zu und vom Webserver kann es zu einer
Verarbeitung personenbezogener Daten kommen. Einerseits speichert Inr Computer Daten,
andererseits muss auch der Webserver Daten eine Zeit lang speichern, um einen ordentlichen
Betrieb zu gewahrleisten.

Ein Bild sagt mehr als tausend Worte, daher zeigt folgende Grafik zur Veranschaulichung das
Zusammenspiel zwischen Browser, dem Internet und dem Hosting-Provider.

Webserver bei unserem
Provider, der unsere

das Internet Website zur Verfiigung stellt

und Daten zu Ihrem Besuch
eine Zeit lang speichert.

Ihr Browser (z.B. Chrome)

auf lhrem Computer, mit

dem Sie unsere Website
Uber das Internet besuchen.

Warum verarbeiten wir personenbezogene Daten?
Die Zwecke der Datenverarbeitung sind:

1. Professionelles Hosting der Website und Absicherung des Betriebs

2. zur Aufrechterhaltung der Betriebs- und IT-Sicherheit

3. Anonyme Auswertung des Zugriffsverhaltens zur Verbesserung unseres Angebots und ggf.
zur Strafverfolgung bzw. Verfolgung von Ansprichen

Welche Daten werden verarbeitet?

Auch wahrend Sie unsere Website jetzt gerade besuchen, speichert unser Webserver, das ist der
Computer auf dem diese Webseite gespeichert ist, in der Regel automatisch Daten wie

e die komplette Internetadresse (URL) der aufgerufenen Webseite
e Browser und Browserversion (z. B. Chrome 87)

e das verwendete Betriebssystem (z. B. Windows 10)

¢ die Adresse (URL) der zuvor besuchten Seite (Referrer URL) (z. B.



https://www.beispielquellsite.de/vondabinichgekommen/)

e den Hostnamen und die IP-Adresse des Gerats von welchem aus zugegriffen wird (z. B.
COMPUTERNAME und 194.23.43.121)

e Datum und Uhrzeit

¢ in Dateien, den sogenannten Webserver-Logfiles
Wie lange werden Daten gespeichert?

In der Regel werden die oben genannten Daten zwei Wochen gespeichert und danach automatisch
geldscht. Wir geben diese Daten nicht weiter, kdnnen jedoch nicht ausschliel3en, dass diese Daten
beim Vorliegen von rechtswidrigem Verhalten von Behdrden eingesehen werden.

Kurz gesagt: Ihr Besuch wird durch unseren Provider (Firma, die unsere Website auf speziellen
Computern (Servern) laufen lasst), protokolliert, aber wir geben lhre Daten nicht ohne Zustimmung
weiter!

Rechtsgrundlage

Die RechtmalRigkeit der Verarbeitung personenbezogener Daten im Rahmen des Webhosting ergibt
sich aus Art. 6 Abs. 1 lit. f DSGVO (Wahrung der berechtigten Interessen), denn die Nutzung von
professionellem Hosting bei einem Provider ist notwendig, um das Unternehmen im Internet sicher
und nutzerfreundlich prasentieren und Angriffe und Forderungen hieraus gegebenenfalls verfolgen
zu kénnen.

Zwischen uns und dem Hosting-Provider besteht in der Regel ein Vertrag tUber die
Auftragsverarbeitung gemald Art. 28 f. DSGVO, der die Einhaltung von Datenschutz gewahrleistet
und Datensicherheit garantiert.

dogado Datenschutzerklarung

Wir nutzen fur unsere Website dogado, unter anderem ein Webhosting-Anbieter. Dienstanbieter ist
das deutsche Unternehmen dogado GmbH, Saarlandstr. 25, 44139 Dortmund, Deutschland. Mehr
Uber die Daten, die durch die Verwendung von dogado verarbeitet werden, erfahren Sie in der
Datenschutzerklarung auf https://www.dogado.de/legal/datenschutz.

Website Baukastensysteme Einleitung

Website Baukastensysteme Datenschutzerklarung Zusammenfassung

28 Betroffene: Besucher der Website

W Zweck: Optimierung unserer Serviceleistung

B Verarbeitete Daten: Daten wie etwa technische Nutzungsinformationen wie Browseraktivitat,
Clickstream-Aktivitaten, Sitzungs-Heatmaps sowie Kontaktdaten, IP-Adresse oder Ihr
geografischer Standort. Mehr Details dazu finden Sie weiter unten in dieser
Datenschutzerklarung und in der Datenschutzerklarung der Anbieter.

Speicherdauer: hangt vom Anbieter ab

Rechtsgrundlagen: Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen), Art. 6 Abs. 1 lit. a DSGVO
(Einwilligung)



https://www.beispielquellsite.de/vondabinichgekommen/
https://www.dogado.de/legal/datenschutz

Was sind Website Baukastensysteme?

Wir verwenden fur unsere Website ein Website Baukastensystem. Baukastensysteme sind
besondere Formen eines Content-Management-Systems (CMS). Mit einem Baukastensystem
kénnen Websitebetreiber sehr leicht und ohne Programmierkenntnisse eine Website erstellen. In
vielen Fallen bieten auch Webhoster Baukastensysteme an. Durch die Verwendung eines
Baukastensystems kénnen auch personenbezogene Daten von Ihnen erhoben, gespeichert und
verarbeitet werden. In diesem Datenschutztext geben wir Thnen allgemeine Informationen Uber die
Datenverarbeitung durch Baukastensysteme. Nahere Informationen finden Sie in den
Datenschutzerklarungen des Anbieters.

Warum verwenden wir Website Baukastensysteme fur unsere Website?

Der grof3te Vorteil eines Baukastensystems ist die einfache Bedienbarkeit. Wir wollen IThnen eine
klare, einfache und Ubersichtliche Website bieten, die wir selbst - ohne externe Unterstutzung -
problemlos bedienen und warten kdnnen. Ein Baukastensystem bietet mittlerweile viele hilfreiche
Funktionen, die wir auch ohne Programmierkenntnisse anwenden kénnen. Dadurch kénnen wir
unsere Webprasenz nach unseren Winschen gestalten und Ihnen eine informative und
angenehme Zeit auf unserer Website bieten.

Welche Daten werden von einem Baukastensystem gespeichert?

Welche Daten genau gespeichert werden hangt naturlich vom verwendeten Website-
Baukastensystem ab. Jeder Anbieter verarbeitet und erhebt unterschiedliche Daten des
Websitebesuchers. Doch in der Regel werden technische Nutzungsinformationen wie etwa etwa
Betriebssystem, Browser, Bildschirmauflésung, Sprach- und Tastatureinstellungen, Hostinganbieter
und das Datum lhres Websitebesuches erhoben. Weiter kdnnen auch Trackingdaten (z.B.
Browseraktivitat, Clickstreamaktivitaten, Sitzungs-Heatmaps u.a.) verarbeitet werden. Zudem
kénnen auch personenbezogene Daten erfasst und gespeichert werden. Dabei handelt es sich
meistens um Kontaktdaten wie E-Mail-Adresse, Telefonnummer (falls Sie diese angegeben haben),
IP-Adresse und geografischen Standortdaten. Welche Daten genau gespeichert werden, finden Sie
in der Datenschutzerkldrung des Anbieters.

Wie lange und wo werden die Daten gespeichert?

Uber die Dauer der Datenverarbeitung informieren wir Sie weiter unten im Zusammenhang mit
dem verwendeten Website Baukastensystem, sofern wir weitere Informationen dazu haben. In den
Datenschutzerklarung des Anbieters finden Sie detaillierte Informationen dartber. Generell
verarbeiten wir personenbezogene Daten nur so lange wie es fur die Bereitstellung unserer
Dienstleistungen und Produkte unbedingt notwendig ist. Es kann sein, dass der Anbieter nach
eigenen Mal3gaben Daten von Ihnen speichert, worauf wir keinen Einfluss haben.

Widerspruchsrecht

Sie haben immer das Recht auf Auskunft, Berichtigung und Léschung Ihrer personenbezogenen
Daten. Bei Fragen kdnnen Sie auch jederzeit Verantwortliche des verwendeten Website



Baukastensystems kontaktieren. Kontaktdaten finden Sie entweder in unserer
Datenschutzerklarung oder auf der Website des entsprechenden Anbieters.

Cookies, die Anbieter fur ihre Funktionen verwenden, konnen Sie in Ihrem Browser |6schen,
deaktivieren oder verwalten. Je nachdem welchen Browser Sie verwenden, funktioniert dies auf
unterschiedliche Art und Weise. Bitte beachten Sie aber, dass dann eventuell nicht mehr alle
Funktionen wie gewohnt funktionieren.

Rechtsgrundlage

Wir haben ein berechtigtes Interesse daran, ein Website Baukastensystem zu verwenden, um
unseren Online-Service zu optimieren und fur Sie effizient und nutzeransprechend darzustellen.
Die dafur entsprechende Rechtsgrundlage ist Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen). Wir
setzen den Baukasten gleichwohl nur ein, soweit Sie eine Einwilligung erteilt haben.

Soweit die Verarbeitung von Daten fur den Betrieb der Webseite nicht unbedingt notwendig ist,
werden die Daten nur auf Grundlage lhrer Einwilligung verarbeitet. Dies betrifft insbesondere
Aktivitaten des Trackings. Rechtsgrundlage ist insoweit Art. 6 Abs. 1 lit. a DSGVO.

Mit dieser Datenschutzerklarung haben wir Ihnen die wichtigsten allgemeinen Informationen rund
um die Datenverarbeitung nahergebracht. Wenn Sie sich diesbezutglich noch genauer informieren
wollen, finden Sie weitere Informationen - sofern vorhanden - in dem folgenden Abschnitt bzw. in
der Datenschutzerkldrung des Anbieters.

Elementor Datenschutzerklarung

Wir nutzen fur unsere Website das Baukastensystem Elementor. Dienstanbieter ist das israelische
Unternehmen Elementor Ltd., Rehov Tuval 40, 5252247 Ramat Gan, Israel.

Ihre Daten kdnnen nach Israel Ubertragen werden. Israel liegt auBerhalb des Geltungsbereichs der
DSGVO. Die Europaische Kommission hat jedoch auf Grundlage des Art. 45 Abs. 1 DSGVO
beschlossen, dass Israel ein mit dem Standard der DSGVO vergleichbares Schutzniveau bietet. Sie
kénnen den Beschluss hier einsehen:
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32011D0061

Mehr Uber die Daten, die durch die Verwendung von Elementor verarbeitet werden, erfahren Sie in
der Datenschutzerklarung auf https://elementor.com/about/privacy/.

Social Media Einleitung

Social Media Datenschutzerklarung Zusammenfassung

22 Betroffene: Besucher der Website

“w Zweck: Darstellung und Optimierung unserer Serviceleistung, Kontakt zu Besuchern, Interessenten u.a., Werbung
& Verarbeitete Daten: Daten wie etwa Telefonnummern, E-Mail-Adressen, Kontaktdaten, Daten zum Nutzerverhalten,
Informationen zu lhrem Gerat und Ihre IP-Adresse.

Mehr Details dazu finden Sie beim jeweils eingesetzten Social-Media-Tool.

Speicherdauer: abhangig von den verwendeten Social-Media-Plattformen

Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen)



https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32011D0061
https://elementor.com/about/privacy/?tid=113105601

Was ist Social Media?

Zusatzlich zu unserer Website sind wir auch in diversen Social-Media-Plattformen aktiv. Dabei
kénnen Daten von Usern verarbeitet werden, damit wir gezielt User, die sich fur uns interessieren,
Uber die sozialen Netzwerke ansprechen konnen. Daruber hinaus kdnnen auch Elemente einer
Social-Media-Plattform direkt in unsere Website eingebettet sein. Das ist etwa der Fall, wenn Sie
einen sogenannten Social-Button auf unserer Website anklicken und direkt zu unserem Social-
Media-Auftritt weitergeleitet werden. Als sogenannte Sozialen Medien oder Social Media werden
Websites und Apps bezeichnet, Uber die angemeldete Mitglieder Inhalte produzieren, Inhalte offen
oder in bestimmten Gruppen austauschen und sich mit anderen Mitgliedern vernetzen kénnen.

Warum nutzen wir Social Media?

Seit Jahren sind Social-Media-Plattformen der Ort, wo Menschen online kommunizieren und in
Kontakt treten. Mit unseren Social-Media-Auftritten kdnnen wir unsere Produkte und
Dienstleistungen Interessenten naherbringen. Die auf unserer Website eingebundenen Social-
Media-Elemente helfen Ihnen, schnell und ohne Komplikationen zu unseren Social-Media-Inhalten
wechseln kénnen.

Die Daten, die durch lhre Nutzung eines Social-Media-Kanals gespeichert und verarbeitet werden,
haben in erster Linie den Zweck, Webanalysen durchfihren zu kdnnen. Ziel dieser Analysen ist es,
genauere und personenbezogene Marketing- und Werbestrategien entwickeln zu kénnen.
Abhangig von lhrem Verhalten auf einer Social-Media-Plattform, kdnnen mit Hilfe der
ausgewerteten Daten, passende Ruckschlusse auf Ihre Interessen getroffen werden und
sogenannte Userprofile erstellt werden. So ist es den Plattformen auch mdglich, Ihnen
malgeschneiderte Werbeanzeigen zu prasentieren. Meistens werden flr diesen Zweck Cookies in
Ihrem Browser gesetzt, die Daten zu Ihrem Nutzungsverhalten speichern.

Wir gehen in der Regel davon aus, dass wir datenschutzrechtlich verantwortlich bleiben, auch wenn
wir Dienste einer Social-Media-Plattform nutzen. Der Europaische Gerichtshof hat jedoch
entschieden, dass in bestimmten Fallen der Betreiber der Social-Media-Plattform zusammen mit
uns gemeinsam verantwortlich im Sinne des Art. 26 DSGVO sein kann. Soweit dies der Fall ist,
weisen wir gesondert darauf hin und arbeiten auf Grundlage einer diesbezlglichen Vereinbarung.
Das Wesentliche der Vereinbarung ist dann weiter unten bei der betroffenen Plattform
wiedergegeben.

Bitte beachten Sie, dass bei der Nutzung der Social-Media-Plattformen oder unserer eingebauten
Elemente auch Daten von Ihnen aulRerhalb der Europaischen Union verarbeitet werden kénnen, da
viele Social-Media-Kanale, beispielsweise Facebook oder Twitter, amerikanische Unternehmen sind.
Dadurch kénnen Sie moglicherweise Ihre Rechte in Bezug auf Ihre personenbezogenen Daten nicht
mehr so leicht einfordern bzw. durchsetzen.

Welche Daten werden verarbeitet?

Welche Daten genau gespeichert und verarbeitet werden, hangt vom jeweiligen Anbieter der Social-
Media-Plattform ab. Aber fur gewdhnlich handelt es sich um Daten wie etwa Telefonnummern, E-



Mailadressen, Daten, die Sie in ein Kontaktformular eingeben, Nutzerdaten wie zum Beispiel welche
Buttons Sie klicken, wen Sie liken oder wem folgen, wann Sie welche Seiten besucht haben,
Informationen zu Ihrem Gerat und lhre IP-Adresse. Die meisten dieser Daten werden in Cookies
gespeichert. Speziell wenn Sie selbst ein Profil bei dem besuchten Social-Media-Kanal haben und
angemeldet sind, kdnnen Daten mit Ihrem Profil verknUpft werden.

Alle Daten, die Uber eine Social-Media-Plattform erhoben werden, werden auch auf den Servern
der Anbieter gespeichert. Somit haben auch nur die Anbieter Zugang zu den Daten und kénnen
lhnen die passenden Auskinfte geben bzw. Anderungen vornehmen.

Wenn Sie genau wissen wollen, welche Daten bei den Social-Media-Anbietern gespeichert und
verarbeitet werden und wie sie der Datenverarbeitung widersprechen kdnnen, sollten Sie die
jeweilige Datenschutzerklarung des Unternehmens sorgfaltig durchlesen. Auch wenn Sie zur
Datenspeicherung und Datenverarbeitung Fragen haben oder entsprechende Rechte geltend
machen wollen, empfehlen wir Ihnen, sich direkt an den Anbieter wenden.

Dauer der Datenverarbeitung

Uber die Dauer der Datenverarbeitung informieren wir Sie weiter unten, sofern wir weitere
Informationen dazu haben. Beispielsweise speichert die Social-Media-Plattform Facebook Daten,
bis sie fur den eigenen Zweck nicht mehr benétigt werden. Kundendaten, die mit den eigenen
Userdaten abgeglichen werden, werden aber schon innerhalb von zwei Tagen geldscht. Generell
verarbeiten wir personenbezogene Daten nur so lange wie es fur die Bereitstellung unserer
Dienstleistungen und Produkte unbedingt notwendig ist. Wenn es, wie zum Beispiel im Fall von
Buchhaltung, gesetzlich vorgeschrieben ist, kann diese Speicherdauer auch Uberschritten werden.

Widerspruchsrecht

Sie haben auch jederzeit das Recht und die Moglichkeit Ihre Einwilligung zur Verwendung von
Cookies bzw. Drittanbietern wie eingebettete Social-Media-Elemente zu widerrufen. Das
funktioniert entweder Uber unser Cookie-Management-Tool oder Uber andere Opt-Out-Funktionen.
Zum Beispiel konnen Sie auch die Datenerfassung durch Cookies verhindern, indem Sie in Ihrem
Browser die Cookies verwalten, deaktivieren oder loschen.

Da bei Social-Media-Tools Cookies zum Einsatz kommen kénnen, empfehlen wir Ihnen auch unsere
allgemeine Datenschutzerklarung tber Cookies. Um zu erfahren, welche Daten von Ihnen genau
gespeichert und verarbeitet werden, sollten Sie die Datenschutzerklarungen der jeweiligen Tools
durchlesen.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Daten von lhnen durch eingebundene Social-Media-Elemente
verarbeitet und gespeichert werden kénnen, gilt diese Einwilligung als Rechtsgrundlage der
Datenverarbeitung (Art. 6 Abs. 1 lit. a DSGVO). Grundsatzlich werden Ihre Daten bei Vorliegen
einer Einwilligung auch auf Grundlage unseres berechtigten Interesses (Art. 6 Abs. 1 lit. f DSGVO)
an einer schnellen und guten Kommunikation mit Ihnen oder anderen Kunden und
Geschaftspartnern gespeichert und verarbeitet. Wir setzen die Tools gleichwohl nur ein, soweit Sie



eine Einwilligung erteilt haben. Die meisten Social-Media-Plattformen setzen auch Cookies in lhrem
Browser, um Daten zu speichern. Darum empfehlen wir Ihnen, unseren Datenschutztext Uber
Cookies genau durchzulesen und die Datenschutzerklarung oder die Cookie-Richtlinien des
jeweiligen Dienstanbieters anzusehen.

Informationen zu speziellen Social-Media-Plattformen erfahren Sie - sofern vorhanden - in den
folgenden Abschnitten.

Facebook Datenschutzerklarung

Facebook Datenschutzerkldrung Zusammenfassung

2¢ Betroffene: Besucher der Website

©w Zweck: Optimierung unserer Serviceleistung

B Verarbeitete Daten: Daten wie etwa Kundendaten, Daten zum Nutzerverhalten,
Informationen zu Ihrem Gerat und lhre IP-Adresse.

Mehr Details dazu finden Sie weiter unten in der Datenschutzerklarung.
Speicherdauer: bis die Daten fur Facebooks Zwecke nicht mehr natzlich sind
Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen)

Was sind Facebook-Tools?

Wir verwenden auf unserer Website ausgewahlte Tools von Facebook. Facebook ist ein Social

Media Network des Unternehmens Meta Platforms Inc. bzw. fir den europdischen Raum des
Unternehmens Meta Platforms Ireland Limited, 4 Grand Canal Square, Grand Canal Harbour,
Dublin 2, Irland. Mithilfe dieser Tools konnen wir lhnen und Menschen, die sich fur unsere Produkte
und Dienstleistungen interessieren, das bestmdogliche Angebot bieten.

Wenn Uber unsere eingebetteten Facebook-Elemente oder Uber unsere Facebook-Seite (Fanpage)
Daten von Ihnen erhoben und weitergeleitet werden, sind sowohl wir als auch Facebook Irland Ltd.
daflr verantwortlich. Fur die weitere Verarbeitung dieser Daten tragt Facebook allein die
Verantwortung. Unsere gemeinsamen Verpflichtungen wurden auch in einer 6ffentlich
zuganglichen Vereinbarung unter https://www.facebook.com/legal/controller_addendum verankert.
Darin ist etwa festgehalten, dass wir Sie klar Uber den Einsatz der Facebook-Tools auf unserer Seite
informieren mussen. Weiters sind wir auch dafur verantwortlich, dass die Tools
datenschutzrechtlich sicher in unsere Website eingebunden sind. Facebook ist hingegen
beispielsweise fur die Datensicherheit der Facebook-Produkte verantwortlich. Bei etwaigen Fragen
zur Datenerhebung und Datenverarbeitung durch Facebook kénnen Sie sich direkt an das
Unternehmen wenden. Wenn Sie die Frage an uns richten, sind wir dazu verpflichtet diese an
Facebook weiterleiten.

Im Folgenden geben wir einen Uberblick Gber die verschiedenen Facebook Tools, welche Daten an
Facebook gesendet werden und wie Sie diese Daten [6schen kdnnen.

Neben vielen anderen Produkten bietet Facebook auch die sogenannten “Facebook Business Tools”
an. Das ist die offizielle Bezeichnung von Facebook. Da der Begriff aber kaum bekannt ist, haben


https://www.facebook.com/legal/controller_addendum

wir uns dafur entschieden, sie lediglich Facebook-Tools zu nennen. Darunter finden sich unter
anderem:

e Facebook-Pixel

soziale Plug-ins (wie z.B der ,Gefallt mir“- oder ,Teilen“-Button)
Facebook Login

Account Kit

APIs (Programmierschnittstelle)

SDKs (Sammlung von Programmierwerkzeugen)
Plattform-Integrationen

Plugins

Codes

Spezifikationen

Dokumentationen

Technologien und Dienstleistungen

Durch diese Tools erweitert Facebook Dienstleistungen und hat die Mdglichkeit, Informationen
Uber User-Aktivitaten aufl3erhalb von Facebook zu erhalten.

Warum verwenden wir Facebook-Tools auf unserer Website?

Wir wollen unsere Dienstleistungen und Produkte nur Menschen zeigen, die sich auch wirklich
daflr interessieren. Mithilfe von Werbeanzeigen (Facebook-Ads) kdnnen wir genau diese Menschen
erreichen. Damit den Usern passende Werbung gezeigt werden kann, bendtigt Facebook allerdings
Informationen uber die Winsche und Bedurfnisse der Menschen. So werden dem

Unternehmen Informationen Uber das Userverhalten (und Kontaktdaten) auf unserer Webseite zur
Verfugung gestellt. Dadurch sammelt Facebook bessere User-Daten und kann interessierten
Menschen die passende Werbung Uber unsere Produkte bzw. Dienstleistungen anzeigen. Die Tools
ermdglichen somit mal3geschneiderte Werbekampagnen auf Facebook.

Daten Uber Ihr Verhalten auf unserer Webseite nennt Facebook , Event-Daten”. Diese werden auch
fair Messungs- und Analysedienste verwendet. Facebook kann so in unserem Auftrag
.Kampagnenberichte” Gber die Wirkung unserer Werbekampagnen erstellen. Weiters bekommen
wir durch Analysen einen besseren Einblick, wie Sie unsere Dienstleistungen, Webseite oder
Produkte verwenden. Dadurch optimieren wir mit einigen dieser Tools Ihre Nutzererfahrung auf
unserer Webseite. Beispielsweise kdnnen Sie mit den sozialen Plug-ins Inhalte auf unserer Seite
direkt auf Facebook teilen.

Welche Daten werden von Facebook-Tools gespeichert?

Durch die Nutzung einzelner Facebook-Tools kdnnen personenbezogene Daten (Kundendaten) an
Facebook gesendet werden. Abhangig von den benutzten Tools kdnnen Kundendaten wie Name,
Adresse, Telefonnummer und IP-Adresse versandt werden.

Facebook verwendet diese Informationen, um die Daten mit den Daten, die es selbst von Ihnen hat
(sofern Sie Facebook-Mitglied sind) abzugleichen. Bevor Kundendaten an Facebook tUbermittelt
werden, erfolgt ein sogenanntes ,Hashing". Das bedeutet, dass ein beliebig grol3er Datensatz in



eine Zeichenkette transformiert wird. Dies dient auch der Verschltusselung von Daten.

Neben den Kontaktdaten werden auch , Event-Daten” Gbermittelt. Unter ,Event-Daten” sind jene
Informationen gemeint, die wir Uber Sie auf unserer Webseite erhalten. Zum Beispiel, welche
Unterseiten Sie besuchen oder welche Produkte Sie bei uns kaufen. Facebook teilt die erhaltenen
Informationen nicht mit Drittanbietern (wie beispielsweise Werbetreibende), aulRer das
Unternehmen hat eine explizite Genehmigung oder ist rechtlich dazu verpflichtet. ,Event-Daten”
kédnnen auch mit Kontaktdaten verbunden werden. Dadurch kann Facebook bessere
personalisierte Werbung anbieten. Nach dem bereits erwahnten Abgleichungsprozess [6scht
Facebook die Kontaktdaten wieder.

Um Werbeanzeigen optimiert ausliefern zu kénnen, verwendet Facebook die Event-Daten nur,
wenn diese mit anderen Daten (die auf andere Weise von Facebook erfasst wurden)
zusammengefasst wurden. Diese Event-Daten nutzt Facebook auch fur Sicherheits-, Schutz-,
Entwicklungs- und Forschungszwecke. Viele dieser Daten werden Uber Cookies zu Facebook
Ubertragen. Cookies sind kleine Text-Dateien, die zum Speichern von Daten bzw. Informationen in
Browsern verwendet werden. Je nach verwendeten Tools und abhangig davon, ob Sie Facebook-
Mitglied sind, werden unterschiedlich viele Cookies in Ihrem Browser angelegt. In den
Beschreibungen der einzelnen Facebook Tools gehen wir naher auf einzelne Facebook-Cookies ein.
Allgemeine Informationen tber die Verwendung von Facebook-Cookies erfahren Sie auch auf
https://www.facebook.com/policies/cookies.

Wie lange und wo werden die Daten gespeichert?

Grundsatzlich speichert Facebook Daten bis sie nicht mehr fur die eigenen Dienste und Facebook-
Produkte bendtigt werden. Facebook hat auf der ganzen Welt Server verteilt, wo seine Daten
gespeichert werden. Kundendaten werden allerdings, nachdem sie mit den eigenen Userdaten
abgeglichen wurden, innerhalb von 48 Stunden geldscht.

Wie kann ich meine Daten loschen bzw. die Datenspeicherung verhindern?

Entsprechend der Datenschutz Grundverordnung haben Sie das Recht auf Auskunft, Berichtigung,
Ubertragbarkeit und Léschung Ihrer Daten.

Eine komplette Loschung der Daten erfolgt nur, wenn Sie Ihr Facebook-Konto vollstandig 16schen.
Und so funktioniert das Loschen lhres Facebook-Kontos:

1) Klicken Sie rechts bei Facebook auf Einstellungen.

2) AnschlieBend klicken Sie in der linken Spalte auf ,Deine Facebook-Informationen”.

3) Nun klicken Sie “Deaktivierung und Loschung”.

4) Wahlen Sie jetzt ,Konto I6schen” und klicken Sie dann auf ,Weiter und Konto I6schen*”
5) Geben Sie nun Ihr Passwort ein, klicken Sie auf ,Weiter” und dann auf ,Konto I6schen”

Die Speicherung der Daten, die Facebook Uber unsere Seite erhalt, erfolgt unter anderem utber


https://www.facebook.com/policies/cookies?tid=113105601

Cookies (z.B. bei sozialen Plugins). In Ihrem Browser kdnnen Sie einzelne oder alle Cookies
deaktivieren, I6schen oder verwalten. Je nach dem welchen Browser Sie verwenden, funktioniert
dies auf unterschiedliche Art und Weise. Unter dem Abschnitt ,,Cookies” finden Sie die
entsprechenden Links zu den jeweiligen Anleitungen der bekanntesten Browser.

Falls Sie grundsatzlich keine Cookies haben wollen, kdnnen Sie Ihren Browser so einrichten, dass er
Sie immer informiert, wenn ein Cookie gesetzt werden soll. So kénnen Sie bei jedem einzelnen
Cookie entscheiden, ob Sie es erlauben oder nicht.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Daten von lhnen durch eingebundene Facebook-Tools
verarbeitet und gespeichert werden kdnnen, gilt diese Einwilligung als Rechtsgrundlage der
Datenverarbeitung (Art. 6 Abs. 1 lit. a DSGVO). Grundsatzlich werden Ihre Daten auch auf
Grundlage unseres berechtigten Interesses (Art. 6 Abs. 1 lit. f DSGVO) an einer schnellen und
guten Kommunikation mit Ihnen oder anderen Kunden und Geschaftspartnern gespeichert und
verarbeitet. Wir setzen die Tools gleichwohl nur ein, soweit Sie eine Einwilligung erteilt haben. Die
meisten Social-Media-Plattformen setzen auch Cookies in Ihrem Browser, um Daten zu speichern.
Darum empfehlen wir Ihnen, unseren Datenschutztext ber Cookies genau durchzulesen und die
Datenschutzerklarung oder die Cookie-Richtlinien von Facebook anzusehen.

Facebook verarbeitet Daten von Ihnen u.a. auch in den USA. Facebook bzw. Meta Platforms ist
aktiver Teilnehmer des EU-US Data Privacy Frameworks, wodurch der korrekte und sichere
Datentransfer personenbezogener Daten von EU-Burgern in die USA geregelt wird. Mehr
Informationen dazu finden Sie auf
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf en.

Zudem verwendet Facebook sogenannte Standardvertragsklauseln (= Art. 46. Abs. 2 und 3 DSGVO).
Standardvertragsklauseln (Standard Contractual Clauses - SCC) sind von der EU-Kommission
bereitgestellte Mustervorlagen und sollen sicherstellen, dass Ihre Daten auch dann den
europaischen Datenschutzstandards entsprechen, wenn diese in Drittlander (wie beispielsweise in
die USA) Uberliefert und dort gespeichert werden. Durch das EU-US Data Privacy Framework und
durch die Standardvertragsklauseln verpflichtet sich Facebook, bei der Verarbeitung lhrer
relevanten Daten, das europdische Datenschutzniveau einzuhalten, selbst wenn die Daten in den
USA gespeichert, verarbeitet und verwaltet werden. Diese Klauseln basieren auf einem
Durchfuhrungsbeschluss der EU-Kommission. Sie finden den Beschluss und die entsprechenden
Standardvertragsklauseln u.a. hier: https://eur-lex.europa.eu/eli/dec_impl/2021/914/0j?locale=de

Die Facebook Datenverarbeitungsbedingung, welche auf die Standardvertragsklauseln verweisen,
finden Sie unter https://www.facebook.com/legal/terms/dataprocessing.

Wir hoffen, wir haben Ihnen die wichtigsten Informationen tUber die Nutzung und
Datenverarbeitung durch die Facebook-Tools nahergebracht. Wenn Sie mehr dartber erfahren
wollen, wie Facebook Ihre Daten verwendet, empfehlen wir Ihnen die Datenrichtlinien auf
https://www.facebook.com/privacy/policy/.



https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf_en
https://eur-lex.europa.eu/eli/dec_impl/2021/914/oj?locale=de
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https://www.facebook.com/privacy/policy/?tid=113105601

Facebook Login Datenschutzerklarung

Wir haben auf unserer Seite das praktische Facebook Login integriert. So kdnnen Sie sich bei uns
ganz einfach mit Ihrem Facebook-Konto einloggen, ohne ein weiteres Benutzerkonto anlegen zu
mussen. Wenn Sie sich entscheiden, Ihre Registrierung Uber das Facebook Login zu machen,
werden Sie auf das Social Media Network Facebook weitergeleitet. Dort erfolgt die Anmeldung Uber
Ihre Facebook Nutzerdaten. Durch dieses Login-Verfahren werden Daten Uber Sie bzw. |hr
Userverhalten gespeichert und an Facebook Ubermittelt.

Um die Daten zu speichern, benutzt Facebook verschiedene Cookies. Im Folgenden zeigen wir
Ihnen die wichtigsten Cookies, die in Ihrem Browser gesetzt werden bzw. schon bestehen, wenn Sie
sich Uber das Facebook Login auf unserer Seite anmelden:

Name: fr

Wert: Ojieyh4c2GnlufE)9..Bde09j...1.0.Bde09j

Verwendungszweck: Dieses Cookie wird verwendet, damit das soziale Plugin auf unserer Webseite
bestmdglich funktioniert.

Ablaufdatum: nach 3 Monaten

Name: datr

Wert: 4h7XUA2113105601SEmMPsSfzCOO4]FF

Verwendungszweck: Facebook setzt das “datr’-Cookie, wenn ein Webbrowser auf facebook.com
zugreift, und das Cookie hilft, Anmeldeaktivitaten zu identifizieren und die Benutzer zu schitzen.
Ablaufdatum: nach 2 Jahren

Name: _js_datr

Wert: deleted

Verwendungszweck: Dieses Session-Cookie setzt Facebook zu Trackingzwecken, auch wenn Sie
kein Facebook-Konto haben oder ausgeloggt sind.

Ablaufdatum: nach Sitzungsende

Anmerkung: Die angefuhrten Cookies sind nur eine kleine Auswahl der Cookies, die Facebook zur
Verfigung stehen. Weitere Cookies sind beispielsweise _ fbp, sb oder wd. Eine vollstandige
Aufzahlung ist nicht moglich, da Facebook Uber eine Vielzahl an Cookies verfligt und diese variabel
einsetzt.

Der Facebook Login bietet Ihnen einerseits einen schnellen und einfachen Registrierungsprozess,
andererseits haben wir so die Moglichkeit Daten mit Facebook zu teilen. Dadurch kdnnen wir unser
Angebot und unsere Werbeaktionen besser an lhre Interessen und Bedurfnisse anpassen. Daten,
die wir auf diese Weise von Facebook erhalten, sind &¢ffentliche Daten wie

Ihr Facebook-Name

Ihr Profilbild

eine hinterlegte E-Mail-Adresse
Freundeslisten

Buttons-Angaben (z.B. ,Gefallt mir“-Button)



e Geburtstagsdatum
e Sprache
e Wohnort

Im Gegenzug stellen wir Facebook Informationen Uber Ihre Aktivitaten auf unserer Webseite bereit.
Das sind unter anderem Informationen Uber Ihr verwendetes Endgerat, welche Unterseiten Sie bei
uns besuchen oder welche Produkte Sie bei uns erworben haben.

Durch die Verwendung von Facebook Login willigen Sie der Datenverarbeitung ein. Sie kdnnen
diese Vereinbarung jederzeit widerrufen. Wenn Sie mehr Informationen tGber die
Datenverarbeitung durch Facebook erfahren wollen, empfehlen wir Ihnen die Facebook-
Datenschutzerklarung unter https://www.facebook.com/privacy/policy/.

Sofern Sie bei Facebook angemeldet sind, kénnen Sie lhre Einstellungen fir Werbeanzeigen unter
https://www.facebook.com/adpreferences/advertisers/?entry_product=ad_settings_screen selbst
verandern.

Facebook Lookalike Audience Datenschutzerklarung

Wir nutzen auch das Werbetool Facebook Lookalike Audience. Dienstanbieter ist das amerikanische
Unternehmen Meta Platforms Inc. Fir den europdischen Raum ist das Unternehmen Meta
Platforms Ireland Limited (4 Grand Canal Square, Grand Canal Harbour, Dublin 2, Irland)
verantwortlich.

Facebook verarbeitet Daten von Ihnen u.a. auch in den USA. Facebook bzw. Meta Platforms ist
aktiver Teilnehmer des EU-US Data Privacy Frameworks, wodurch der korrekte und sichere
Datentransfer personenbezogener Daten von EU-Burgern in die USA geregelt wird. Mehr
Informationen dazu finden Sie auf
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf en.

Zudem verwendet Meta Platforms sogenannte Standardvertragsklauseln (= Art. 46. Abs. 2 und 3
DSGVO). Standardvertragsklauseln (Standard Contractual Clauses - SCC) sind von der EU-
Kommission bereitgestellte Mustervorlagen und sollen sicherstellen, dass Ihre Daten auch dann
den europaischen Datenschutzstandards entsprechen, wenn diese in Drittlander (wie
beispielsweise in die USA) Uberliefert und dort gespeichert werden. Durch das EU-US Data Privacy
Framework und durch die Standardvertragsklauseln verpflichtet sich Meta Platforms, bei der
Verarbeitung lhrer relevanten Daten, das europaische Datenschutzniveau einzuhalten, selbst wenn
die Daten in den USA gespeichert, verarbeitet und verwaltet werden. Diese Klauseln basieren auf
einem Durchfluhrungsbeschluss der EU-Kommission. Sie finden den Beschluss und die
entsprechenden Standardvertragsklauseln u.a. hier:
https://eur-lex.europa.eu/eli/dec_impl/2021/914/0oj?locale=de

Die Facebook Datenverarbeitungsbedingung, welche auf die Standardvertragsklauseln verweisen,
finden Sie unter https://www.facebook.com/legal/terms/dataprocessing.

Mehr Uber die Daten, die durch die Verwendung von Facebook Lookalike Audience verarbeitet
werden, erfahren Sie in der Datenschutzerklarung auf https://www.facebook.com/about/privacy.
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Facebook Soziale Plug-ins Datenschutzerklarung

Auf unserer Website sind sogenannte soziale Plug-ins des Unternehmens Meta Platforms Inc.
eingebaut. Sie erkennen diese Buttons am klassischen Facebook-Logo, wie dem ,Gefallt mir*-
Button (die Hand mit erhobenem Daumen) oder an einer eindeutigen ,,Facebook Plug-in“-
Kennzeichnung. Ein soziales Plug-in ist ein kleiner Teil von Facebook, der in unsere Seite integriert
ist. Jedes Plug-in hat eine eigene Funktion. Die am meisten verwendeten Funktionen sind die
bekannten “Gefallt mir"- und “Teilen”-Buttons.

Folgende soziale Plug-ins werden von Facebook angeboten:

e “Speichern”-Button

e "Gefallt mir"-Button, Teilen, Senden und Zitat
e Seiten-Plug-in

¢ Kommentare

e Messenger-Plug-in

e Eingebettete Beitrage und Videoplayer

e Gruppen-Plug-in

Auf https://developers.facebook.com/docs/plugins erhalten Sie nahere Informationen, wie die

einzelnen Plug-ins verwendet werden. Wir nutzen die sozialen Plug-ins einerseits, um lhnen ein
besseres Usererlebnis auf unserer Seite zu bieten, andererseits weil Facebook dadurch unsere
Werbeanzeigen optimieren kann.

Sofern Sie ein Facebook-Konto haben oder https://www.facebook.com/ schon mal besucht haben,
hat Facebook bereits mindestens ein Cookie in Inrem Browser gesetzt. In diesem Fall sendet Ihr
Browser Uber dieses Cookie Informationen an Facebook, sobald Sie unsere Seite besuchen bzw. mit
sozialen Plug-ins (z.B. dem ,Gefallt mir“-Button) interagieren.

Die erhaltenen Informationen werden innerhalb von 90 Tagen wieder geldscht bzw. anonymisiert.
Laut Facebook gehdren zu diesen Daten Ihre IP-Adresse, welche Webseite Sie besucht haben, das
Datum, die Uhrzeit und weitere Informationen, die Ihren Browser betreffen.

Um zu verhindern, dass Facebook wahrend lIhres Besuches auf unserer Webseite viele Daten
sammelt und mit den Facebook-Daten verbindet, mussen Sie sich wahrend des Webseitenbesuchs
von Facebook abmelden (ausloggen).

Falls Sie bei Facebook nicht angemeldet sind oder kein Facebook-Konto besitzen, sendet Ihr
Browser weniger Informationen an Facebook, weil Sie weniger Facebook-Cookies haben. Dennoch
konnen Daten wie beispielsweise Ihre IP-Adresse oder welche Webseite Sie besuchen an Facebook
Ubertragen werden. Wir méchten noch ausdrucklich darauf hinweisen, dass wir Uber die genauen
Inhalte der Daten nicht exakt Bescheid wissen. Wir versuchen aber Sie nach unserem aktuellen
Kenntnisstand so gut als mdglich Uber die Datenverarbeitung aufzuklaren. Wie Facebook die Daten
nutzt, kdnnen Sie auch in den Datenrichtline des Unternehmens unter
https.//www.facebook.com/about/privacy/update nachlesen.

Folgende Cookies werden in lhrem Browser mindestens gesetzt, wenn Sie eine Webseite mit


https://developers.facebook.com/docs/plugins
https://www.facebook.com/
https://www.facebook.com/about/privacy/update

sozialen Plug-ins von Facebook besuchen:

Name: dpr

Wert: keine Angabe

Verwendungszweck: Dieses Cookie wird verwendet, damit die sozialen Plug-ins auf unserer
Webseite funktionieren.

Ablaufdatum: nach Sitzungsende

Name: fr

Wert: 0jieyh4113105601c2GnlufEJ9..Bde09;...1.0.Bde09j

Verwendungszweck: Auch das Cookie ist notig, dass die Plug-ins einwandfrei funktionieren.
Ablaufdatum:: nach 3 Monaten

Anmerkung: Diese Cookies wurden nach einem Test gesetzt, auch wenn Sie nicht Facebook-
Mitglied sind.

Sofern Sie bei Facebook angemeldet sind, kdnnen Sie Ihre Einstellungen fur Werbeanzeigen unter
https://www.facebook.com/adpreferences/advertisers/ selbst verandern. Falls Sie kein Facebook-
User sind, kdnnen Sie auf
https://www.youronlinechoices.com/de/praferenzmnanagement/?tid=113105601 grundsatzlich lhre
nutzungsbasierte Online-Werbung verwalten. Dort haben Sie die Moglichkeit, Anbieter zu
deaktivieren bzw. zu aktivieren.

Wenn Sie mehr Uber den Datenschutz von Facebook erfahren wollen, empfehlen wir Ihnen die
eigenen Datenrichtlinien des Unternehmens auf https://www.facebook.com/privacy/policy/.

Instagram Datenschutzerklarung

Instagram Datenschutzerkldrung Zusammenfassung

2% Betroffene: Besucher der Website

W Zweck: Optimierung unserer Serviceleistung

B Verarbeitete Daten: Daten wie etwa Daten zum Nutzerverhalten, Informationen zu Ihrem
Gerat und Ihre IP-Adresse.

Mehr Details dazu finden Sie weiter unten in der Datenschutzerklarung.

Speicherdauer: bis Instagram die Daten fur ihre Zwecke nicht mehr benétigt
Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen)

Was ist Instagram?

Wir haben auf unserer Webseite Funktionen von Instagram eingebaut. Instagram ist eine Social
Media Plattform des Unternehmens Instagram LLC, 1601 Willow Rd, Menlo Park CA 94025, USA.
Instagram ist seit 2012 ein Tochterunternehmen von Meta Platforms Inc. und gehért zu den
Facebook-Produkten. Das Einbetten von Instagram-Inhalten auf unserer Webseite nennt man
Embedding. Dadurch kdnnen wir Ihnen Inhalte wie Buttons, Fotos oder Videos von Instagram direkt
auf unserer Webseite zeigen. Wenn Sie Webseiten unserer Webprasenz aufrufen, die eine


https://www.facebook.com/adpreferences/advertisers/
https://www.youronlinechoices.com/de/praferenzmanagement/?tid=113105601
https://www.facebook.com/privacy/policy/?tid=113105601

Instagram-Funktion integriert haben, werden Daten an Instagram Ubermittelt, gespeichert und
verarbeitet. Instagram verwendet dieselben Systeme und Technologien wie Facebook. Ihre Daten
werden somit Uber alle Facebook-Firmen hinweg verarbeitet.

Im Folgenden wollen wir Ihnen einen genaueren Einblick geben, warum Instagram Daten sammelt,
um welche Daten es sich handelt und wie Sie die Datenverarbeitung weitgehend kontrollieren
kénnen. Da Instagram zu Meta Platforms Inc. gehort, beziehen wir unsere Informationen einerseits
von den Instagram-Richtlinien, andererseits allerdings auch von den Meta-Datenschutzrichtlinien
selbst.

Instagram ist eines der bekanntesten Social Media Netzwerken weltweit. Instagram kombiniert die
Vorteile eines Blogs mit den Vorteilen von audiovisuellen Plattformen wie YouTube oder Vimeo. Sie
kénnen auf ,Insta” (wie viele der User die Plattform salopp nennen) Fotos und kurze Videos
hochladen, mit verschiedenen Filtern bearbeiten und auch in anderen sozialen Netzwerken
verbreiten. Und wenn Sie selbst nicht aktiv sein wollen, kdnnen Sie auch nur anderen interessante
Users folgen.

Warum verwenden wir Instagram auf unserer Website?

Instagram ist jene Social Media Plattform, die in den letzten Jahren so richtig durch die Decke ging.
Und naturlich haben auch wir auf diesen Boom reagiert. Wir wollen, dass Sie sich auf unserer
Webseite so wohl wie moglich fuhlen. Darum ist fur uns eine abwechslungsreiche Aufbereitung
unserer Inhalte selbstverstandlich. Durch die eingebetteten Instagram-Funktionen kénnen wir
unseren Content mit hilfreichen, lustigen oder spannenden Inhalten aus der Instagram-Welt
bereichern. Da Instagram eine Tochtergesellschaft von Facebook ist, kdnnen uns die erhobenen
Daten auch flr personalisierte Werbung auf Facebook dienlich sein. So bekommen unsere
Werbeanzeigen nur Menschen, die sich wirklich fir unsere Produkte oder Dienstleistungen
interessieren.

Instagram nuitzt die gesammelten Daten auch zu Messungs- und Analysezwecken. Wir bekommen
zusammengefasste Statistiken und so mehr Einblick Uber Ihre Winsche und Interessen. Wichtig ist
zu erwahnen, dass diese Berichte Sie nicht personlich identifizieren.

Welche Daten werden von Instagram gespeichert?

Wenn Sie auf eine unserer Seiten stol3en, die Instagram-Funktionen (wie Instagrambilder oder Plug-
ins) eingebaut haben, setzt sich Ihr Browser automatisch mit den Servern von Instagram in
Verbindung. Dabei werden Daten an Instagram versandt, gespeichert und verarbeitet. Und zwar
unabhangig, ob Sie ein Instagram-Konto haben oder nicht. Dazu zahlen Informationen tber
unserer Webseite, Uber Ihren Computer, Uber getatigte Kaufe, Uber Werbeanzeigen, die Sie sehen
und wie Sie unser Angebot nutzen. Weiters werden auch Datum und Uhrzeit Ihrer Interaktion mit
Instagram gespeichert. Wenn Sie ein Instagram-Konto haben bzw. eingeloggt sind, speichert
Instagram deutlich mehr Daten Uber Sie.

Facebook unterscheidet zwischen Kundendaten und Eventdaten. Wir gehen davon aus, dass dies
bei Instagram genau so der Fall ist. Kundendaten sind zum Beispiel Name, Adresse,
Telefonnummer und IP-Adresse. Diese Kundendaten werden erst an Instagram Ubermittelt werden,



wenn Sie zuvor ,gehasht” wurden. Hashing meint, ein Datensatz wird in eine Zeichenkette
verwandelt. Dadurch kann man die Kontaktdaten verschltsseln. Zudem werden auch die oben
genannten ,Event-Daten” Ubermittelt. Unter ,Event-Daten” versteht Facebook - und folglich auch
Instagram - Daten Uber lhr Userverhalten. Es kann auch vorkommen, dass Kontaktdaten mit Event-
Daten kombiniert werden. Die erhobenen Kontaktdaten werden mit den Daten, die Instagram
bereits von Ihnen hat, abgeglichen.

Uber kleine Text-Dateien (Cookies), die meist in Inrem Browser gesetzt werden, werden die
gesammelten Daten an Facebook Ubermittelt. Je nach verwendeten Instagram-Funktionen und ob
Sie selbst ein Instagram-Konto haben, werden unterschiedlich viele Daten gespeichert.

Wir gehen davon aus, dass bei Instagram die Datenverarbeitung gleich funktioniert wie bei
Facebook. Das bedeutet: wenn Sie ein Instagram-Konto haben oder www.instagram.com besucht
haben, hat Instagram zumindest ein Cookie gesetzt. Wenn das der Fall ist, sendet Ihr Browser Uber

das Cookie Infos an Instagram, sobald Sie mit einer Instagram-Funktion in BerUhrung kommen.
Spatestens nach 90 Tagen (nach Abgleichung) werden diese Daten wieder geléscht bzw.
anonymisiert. Obwohl wir uns intensiv mit der Datenverarbeitung von Instagram beschaftigt haben,
kénnen wir nicht ganz genau sagen, welche Daten Instagram exakt sammelt und speichert.

Im Folgenden zeigen wir Ihnen Cookies, die in Ihrem Browser mindestens gesetzt werden, wenn Sie
auf eine Instagram-Funktion (wie z.B. Button oder ein Insta-Bild) klicken. Bei unserem Test gehen
wir davon aus, dass Sie kein Instagram-Konto haben. Wenn Sie bei Instagram eingeloggt sind,
werden naturlich deutlich mehr Cookies in Ihrem Browser gesetzt.

Diese Cookies wurden bei unserem Test verwendet:

Name: csrftoken

Wert: ™

Verwendungszweck: Dieses Cookie wird mit hoher Wahrscheinlichkeit aus Sicherheitsgrinden
gesetzt, um Falschungen von Anfragen zu verhindern. Genauer konnten wir das allerdings nicht in
Erfahrung bringen.

Ablaufdatum: nach einem Jahr

Name: mid

Wert:

Verwendungszweck: Instagram setzt dieses Cookie, um die eigenen Dienstleistungen und
Angebote in und aulRerhalb von Instagram zu optimieren. Das Cookie legt eine eindeutige User-ID
fest.

Ablaufdatum: nach Ende der Sitzung

Name: fbsr_113105601124024

Wert: keine Angaben

Verwendungszweck: Dieses Cookie speichert die Log-in-Anfrage fur User der Instagram-App.
Ablaufdatum: nach Ende der Sitzung

Name: rur
Wert: ATN


https://www.instagram.com/?tid=113105601

Verwendungszweck: Dabei handelt es sich um ein Instagram-Cookie, das die Funktionalitat auf
Instagram gewahrleistet.
Ablaufdatum: nach Ende der Sitzung

Name: urigen

Wert: “{"194.96.75.33": 1901}:1iEtYv:Y833k2_UjKvXgYe113105601"
Verwendungszweck: Dieses Cookie dient den Marketingzwecken von Instagram.
Ablaufdatum: nach Ende der Sitzung

Anmerkung: Wir kdnnen hier keinen Vollstandigkeitsanspruch erheben. Welche Cookies im
individuellen Fall gesetzt werden, hangt von den eingebetteten Funktionen und lhrer Verwendung
von Instagram ab.

Wie lange und wo werden die Daten gespeichert?

Instagram teilt die erhaltenen Informationen zwischen den Facebook-Unternehmen mit externen
Partnern und mit Personen, mit denen Sie sich weltweit verbinden. Die Datenverarbeitung erfolgt
unter Einhaltung der eigenen Datenrichtlinie. Ihre Daten sind, unter anderem aus
Sicherheitsgrunden, auf den Facebook-Servern auf der ganzen Welt verteilt. Die meisten dieser
Server stehen in den USA.

Wie kann ich meine Daten l6schen bzw. die Datenspeicherung verhindern?

Dank der Datenschutz Grundverordnung haben Sie das Recht auf Auskunft, Ubertragbarkeit,
Berichtigung und Loschung lhrer Daten. In den Instagram-Einstellungen kénnen Sie Ihre Daten
verwalten. Wenn Sie |hre Daten auf Instagram vollig I6schen wollen, mussen Sie Ihr Instagram-
Konto dauerhaft 16schen.

Und so funktioniert die Loschung des Instagram-Kontos:

Offnen Sie zuerst die Instagram-App. Auf Ihrer Profilseite gehen Sie nach unten und klicken Sie auf
»Hilfebereich”. Jetzt kommen Sie auf die Webseite des Unternehmens. Klicken Sie auf der Webseite
auf ,Verwalten des Kontos" und dann auf ,,Dein Konto |6schen”.

Wenn Sie Ihr Konto ganz I6schen, [6scht Instagram Posts wie beispielsweise Ihre Fotos und Status-
Updates. Informationen, die andere Personen Uber Sie geteilt haben, gehdren nicht zu Ihrem Konto
und werden folglich nicht geldscht.

Wie bereits oben erwahnt, speichert Instagram lhre Daten in erster Linie Uber Cookies. Diese
Cookies kdnnen Sie in Ihrem Browser verwalten, deaktivieren oder [6schen. Abhangig von lhrem
Browser funktioniert die Verwaltung immer ein bisschen anders. Unter dem Abschnitt ,Cookies"
finden Sie die entsprechenden Links zu den jeweiligen Anleitungen der bekanntesten Browser.

Sie kdnnen auch grundsatzlich Ihren Browser so einrichten, dass Sie immer informiert werden,
wenn ein Cookie gesetzt werden soll. Dann kdnnen Sie immer individuell entscheiden, ob Sie das
Cookie zulassen wollen oder nicht.



Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Daten von lhnen durch eingebundene Social-Media-Elemente
verarbeitet und gespeichert werden kénnen, gilt diese Einwilligung als Rechtsgrundlage der
Datenverarbeitung (Art. 6 Abs. 1 lit. a DSGVO). Grundsatzlich werden Ihre Daten auch auf
Grundlage unseres berechtigten Interesses (Art. 6 Abs. 1 lit. f DSGVO) an einer schnellen und
guten Kommunikation mit Ihnen oder anderen Kunden und Geschaftspartnern gespeichert und
verarbeitet. Wir setzen die eingebundene Social-Media-Elemente gleichwohl nur ein, soweit Sie eine
Einwilligung erteilt haben. Die meisten Social-Media-Plattformen setzen auch Cookies in Ihrem
Browser, um Daten zu speichern. Darum empfehlen wir Ihnen, unseren Datenschutztext tber
Cookies genau durchzulesen und die Datenschutzerklarung oder die Cookie-Richtlinien des
jeweiligen Dienstanbieters anzusehen.

Instagram verarbeitet Daten von Ihnen u.a. auch in den USA. Instagram bzw. Meta Platforms ist
aktiver Teilnehmer des EU-US Data Privacy Frameworks, wodurch der korrekte und sichere
Datentransfer personenbezogener Daten von EU-Burgern in die USA geregelt wird. Mehr
Informationen dazu finden Sie auf
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf en.

Zudem verwendet Instagram sogenannte Standardvertragsklauseln (= Art. 46. Abs. 2 und 3 DSGVO).
Standardvertragsklauseln (Standard Contractual Clauses - SCC) sind von der EU-Kommission
bereitgestellte Mustervorlagen und sollen sicherstellen, dass Ihre Daten auch dann den
europaischen Datenschutzstandards entsprechen, wenn diese in Drittlander (wie beispielsweise in
die USA) uberliefert und dort gespeichert werden. Durch das EU-US Data Privacy Framework und
durch die Standardvertragsklauseln verpflichtet sich Instagram, bei der Verarbeitung lhrer
relevanten Daten, das europaische Datenschutzniveau einzuhalten, selbst wenn die Daten in den
USA gespeichert, verarbeitet und verwaltet werden. Diese Klauseln basieren auf einem
Durchfuhrungsbeschluss der EU-Kommission. Sie finden den Beschluss und die entsprechenden
Standardvertragsklauseln u.a. hier: https://eur-lex.europa.eu/eli/dec_impl/2021/914/0j?locale=de

Wir haben versucht, Ihnen die wichtigsten Informationen Uber die Datenverarbeitung durch
Instagram naherzubringen. Auf https://privacycenter.instagram.com/policy/ kdnnen Sie sich noch
naher mit den Datenrichtlinien von Instagram auseinandersetzen.

Instagram Lookalike Audience Datenschutzerklarung

Wir nutzen auch das Werbetool Instagram Lookalike Audience. Dienstanbieter ist das
amerikanische Unternehmen Meta Platforms Inc. Fur den europdischen Raum ist das
Unternehmen Meta Platforms Ireland Limited (4 Grand Canal Square, Grand Canal Harbour, Dublin
2, Irland) verantwortlich.

Instagram bzw. Meta verarbeitet Daten von Ihnen u.a. auch in den USA. Facebook bzw. Meta
Platforms ist aktiver Teilnehmer des EU-US Data Privacy Frameworks, wodurch der korrekte und
sichere Datentransfer personenbezogener Daten von EU-Burgern in die USA geregelt wird. Mehr
Informationen dazu finden Sie auf
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf en.
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Zudem verwendet Meta Platforms sogenannte Standardvertragsklauseln (= Art. 46. Abs. 2 und 3
DSGVO). Standardvertragsklauseln (Standard Contractual Clauses - SCC) sind von der EU-
Kommission bereitgestellte Mustervorlagen und sollen sicherstellen, dass Ihre Daten auch dann
den europdischen Datenschutzstandards entsprechen, wenn diese in Drittlander (wie
beispielsweise in die USA) Uberliefert und dort gespeichert werden. Durch das EU-US Data Privacy
Framework und durch die Standardvertragsklauseln verpflichtet sich Meta Platforms, bei der
Verarbeitung lhrer relevanten Daten, das europaische Datenschutzniveau einzuhalten, selbst wenn
die Daten in den USA gespeichert, verarbeitet und verwaltet werden. Diese Klauseln basieren auf
einem Durchfluhrungsbeschluss der EU-Kommission. Sie finden den Beschluss und die
entsprechenden Standardvertragsklauseln u.a. hier:
https://eur-lex.europa.eu/eli/dec_impl/2021/914/0j?locale=de

Die Instagram bzw. Meta Datenverarbeitungsbedingungen, welche auf die
Standardvertragsklauseln verweisen, finden Sie unter
https://www.facebook.com/legal/terms/dataprocessing.

Mehr Uber die Daten, die durch die Verwendung von Instagram Lookalike Audience verarbeitet
werden, erfahren Sie in der Datenschutzerklarung auf https://privacycenter.instagram.com/policy/.

Cookie Consent Management Platform Einleitung

Cookie Consent Management Platform Zusammenfassung

28 Betroffene: Website Besucher

© Zweck: Einholung und Verwaltung der Zustimmung zu bestimmten Cookies und somit dem
Einsatz bestimmter Tools

@ Verarbeitete Daten: Daten zur Verwaltung der eingestellten Cookie-Einstellungen wie IP-
Adresse, Zeitpunkt der Zustimmung, Art der Zustimmung, einzelne Zustimmungen. Mehr
Details dazu finden Sie beim jeweils eingesetzten Tool.

Speicherdauer: Hangt vom eingesetzten Tool ab, man muss sich auf Zeitrdume von
mehreren Jahren einstellen

Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit.f DSGVO
(berechtigte Interessen)

Was ist eine Cookie Consent Manangement Platform?

Wir verwenden auf unserer Website eine Consent Management Platform (CMP) Software, die uns
und lhnen den korrekten und sicheren Umgang mit verwendeten Skripten und Cookies erleichtert.
Die Software erstellt automatisch ein Cookie-Popup, scannt und kontrolliert alle Skripts und
Cookies, bietet eine datenschutzrechtlich notwendige Cookie-Einwilligung fur Sie und hilft uns und
lhnen den Uberblick Uber alle Cookies zu behalten. Bei den meisten Cookie Consent Management
Tools werden alle vorhandenen Cookies identifiziert und kategorisiert. Sie als Websitebesucher
entscheiden dann selbst, ob und welche Skripte und Cookies Sie zulassen oder nicht zulassen. Die
folgende Grafik stellt die Beziehung zwischen Browser, Webserver und CMP dar.
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Warum verwenden wir ein Cookie-Management-Tool?

Unser Ziel ist es, Ihnen im Bereich Datenschutz die bestmagliche Transparenz zu bieten. Zudem
sind wir dazu auch rechtlich verpflichtet. Wir wollen Sie Uber alle Tools und alle Cookies, die Daten
von Ihnen speichern und verarbeiten kénnen, so gut wie moglich aufklaren. Es ist auch Ihr Recht,
selbst zu entscheiden, welche Cookies Sie akzeptieren und welche nicht. Um Ihnen dieses Recht
einzuraumen, mussen wir zuerst genau wissen, welche Cookies uberhaupt auf unserer Website
gelandet sind. Dank eines Cookie-Management-Tools, welches die Website regelmallig nach allen
vorhandenen Cookies scannt, wissen wir Uber alle Cookies Bescheid und kénnen IThnen DSGVO-
konform Auskunft dariiber geben. Uber das Einwilligungssystem kénnen Sie dann Cookies
akzeptieren oder ablehnen.

Welche Daten werden verarbeitet?

Im Rahmen unseres Cookie-Management-Tools kdnnen Sie jedes einzelnen Cookies selbst
verwalten und haben die vollstandige Kontrolle Gber die Speicherung und Verarbeitung lhrer
Daten. Die Erklarung Ihrer Einwilligung wird gespeichert, damit wir Sie nicht bei jedem neuen
Besuch unserer Website abfragen mussen und wir lhre Einwilligung, wenn gesetzlich noétig, auch
nachweisen kdnnen. Gespeichert wird dies entweder in einem Opt-in-Cookie oder auf einem
Server. Je nach Anbieter des Cookie-Management-Tools variiert Speicherdauer Ihrer Cookie-
Einwilligung. Meist werden diese Daten (etwa pseudonyme User-ID, Einwilligungs-Zeitpunkt,
Detailangaben zu den Cookie-Kategorien oder Tools, Browser, Geratinformationen) bis zu zwei
Jahren gespeichert.

Dauer der Datenverarbeitung

Uber die Dauer der Datenverarbeitung informieren wir Sie weiter unten, sofern wir weitere
Informationen dazu haben. Generell verarbeiten wir personenbezogene Daten nur so lange wie es
fur die Bereitstellung unserer Dienstleistungen und Produkte unbedingt notwendig ist. Daten, die
in Cookies gespeichert werden, werden unterschiedlich lange gespeichert. Manche Cookies werden
bereits nach dem Verlassen der Website wieder geldscht, andere kdnnen uber einige Jahre in lhrem



Browser gespeichert sein. Die genaue Dauer der Datenverarbeitung hangt vom verwendeten Tool
ab, meistens sollten Sie sich auf eine Speicherdauer von mehreren Jahren einstellen. In den
jeweiligen Datenschutzerklarungen der einzelnen Anbieter erhalten Sie in der Regel genaue
Informationen Uber die Dauer der Datenverarbeitung.

Widerspruchsrecht

Sie haben auch jederzeit das Recht und die Moglichkeit Ihre Einwilligung zur Verwendung von
Cookies zu widerrufen. Das funktioniert entweder Uber unser Cookie-Management-Tool oder tUber
andere Opt-Out-Funktionen. Zum Beispiel kdnnen Sie auch die Datenerfassung durch Cookies
verhindern, indem Sie in Ihrem Browser die Cookies verwalten, deaktivieren oder ldoschen.

Informationen zu speziellen Cookie-Management-Tools, erfahren Sie - sofern vorhanden - in den
folgenden Abschnitten.

Rechtsgrundlage

Wenn Sie Cookies zustimmen, werden Uber diese Cookies personenbezogene Daten von lhnen
verarbeitet und gespeichert. Falls wir durch Ihre Einwilligung (Artikel 6 Abs. 1 lit. a DSGVO) Cookies
verwenden durfen, ist diese Einwilligung auch gleichzeitig die Rechtsgrundlage fur die Verwendung
von Cookies bzw. die Verarbeitung Ihrer Daten. Um die Einwilligung zu Cookies verwalten zu
kénnen und Ihnen die Einwilligung ermaoglichen zu kénnen, kommt eine Cookie-Consent-
Management-Platform-Software zum Einsatz. Der Einsatz dieser Software ermoglicht uns, die
Website auf effiziente Weise rechtskonform zu betreiben, was ein berechtigtes Interesse (Artikel 6
Abs. 1 lit. f DSGVO) darstellt.

BorlabsCookie Datenschutzerklarung

Wir verwenden auf unserer Website BorlabsCookie, welches unter anderen ein Tool zur
Speicherung Ihrer Cookie-Einwilligung ist. Dienstanbieter ist das deutsche Unternehmen Borlabs -
Benjamin A. Bornschein, RUbenkamp 32, 22305 Hamburg, Deutschland.

Mehr Uber die Daten, die durch die Verwendung von BorlabsCookie verarbeitet werden, erfahren
Sie in der Privacy Policy auf https://de.borlabs.io/datenschutz/.

Security & Anti-Spam

Security & Anti-Spam Datenschutzerklarung Zusammenfassung

28 Betroffene: Besucher der Website

W Zweck: Cybersicherheit

& Verarbeitete Daten: Daten wie etwa Ihre IP-Adresse, Name oder technische Daten wie etwa
Browserversion

Mehr Details dazu finden Sie weiter unten und den einzelnen Datenschutztexten.
Speicherdauer: meisten werden die Daten solange gespeichert, bis sie zur Erfullung der
Dienstleistung nicht mehr benétigt werden

Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. f DSGVO (Berechtigte
Interessen)



https://de.borlabs.io/datenschutz/

Was ist eine Security- & Anti-Spam-Software?

Mit sogenannten Security- & Anti-Spam-Softwares kénnen Sie sich und wir uns vor diversen Spam-
oder Phishing-Mails und méglichen anderen Cyberattacken schutzen. Unter Spam versteht man
Werbemails aus einem Massenversand, die man selbst nicht verlangte. Solche Mails werden auch
Datenmull genannt und kdnnen auch Kosten verursachen. Phishing-Mails sind wiederum
Nachrichten, die darauf abzielen, Uber gefalschte Nachrichten oder Websites Vertrauen
aufzubauen, um an personliche Daten zu gelangen. Eine Anti-Spam-Software schitzt in der Regel
vor unerwunschten Spam-Nachrichten oder bésartigen Mails, die etwa Viren in unser System
einschleusen kdnnten. Wir nutzen auch allgemeine Firewall- und Sicherheitssysteme, die unsere
Computer vor unerwinschten Netzwerkangriffen schutzen.

Warum verwenden wir Security- & Anti-Spam-Software?

Wir legen auf unserer Website besonders grol3en Wert auf Sicherheit. Schlie3lich geht es nicht nur
um unsere, sondern vor allem auch um lhre Sicherheit. Leider gehdren mittlerweile in der Welt der
IT und des Internets Cyberbedrohungen schon zum Alltag. Oft versuchen Hacker mit Hilfe einer
Cyberattacke personenbezogene Daten aus einem IT-System zu stehlen. Und daher ist ein gutes
Abwehrsystem absolut notwendig. Ein Sicherheitssystem Uberwacht alle ein- und ausgehenden
Verbindungen zu unserem Netzwerk bzw. Computer. Damit wir noch grol3ere Sicherheit vor
Cyberangriffen erreichen, nutzen wir neben den standardisierten Sicherheitssystemen auf unserem
Computer auch noch weitere externe Security-Dienste. Unerlaubter Verkehr von Daten wird
dadurch besser unterbunden und so schitzen wir uns vor Cyberkriminalitat.

Welche Daten werden durch Security- & Anti-Spam-Softwares verarbeitet?

Welche Daten genau erhoben und gespeichert werden hangt naturlich vom jeweiligen Dienst ab.
Wir sind allerdings stets bemUht nur Programme zu verwenden, die sehr sparsam Daten erheben
bzw. nur Daten speichern, die fur die Erflullung der angebotenen Leistung nétig sind. Grundsatzlich
kann der Dienst Daten wie beispielsweise Name, Adresse, IP-Adresse, E-Mail-Adresse und
technische Daten wie Browsertyp oder Browserversion speichern. Auch kénnen etwaige Leistungs-
und Protokolldaten erhoben werden, um maogliche eingehende Bedrohungen rechtzeitig zu
erkennen. Diese Daten werden im Rahmen der Services und unter Einhaltung der geltenden
Gesetze verarbeitet. Dazu zahlt auch bei US-amerikanischen Anbietern (Uber die
Standardvertragsklauseln) die DSGVO. Diese Security-Dienste arbeiten in einigen Fallen auch mit
Drittanbietern zusammen, die unter Anweisung und in Ubereinstimmung mit den
Datenschutzrichtlinien und weiteren SicherheitsmalRnahmen Daten speichern und/oder
verarbeiten kénnen. Die Datenspeicherung erfolgt meist Gber Cookies.

Dauer der Datenverarbeitung

Uber die Dauer der Datenverarbeitung informieren wir Sie weiter unten, sofern wir weitere
Informationen dazu haben. Beispielsweise speichern Security-Programme Daten bis Sie oder wir
die Datenspeicherung widerrufen. Generell werden personenbezogene Daten nur so lange, wie es
fur die Bereitstellung der Dienstleistungen unbedingt notwendig ist, gespeichert. In vielen Fallen
fehlen uns leider von den Anbietern prazise Informationen Uber die Lange der Speicherung.



Widerspruchsrecht

Sie haben auch jederzeit das Recht und die Moglichkeit Ihre Einwilligung zur Verwendung von
Cookies bzw. Drittanbietern von Security-Software zu widerrufen. Das funktioniert entweder Uber
unser Cookie-Management-Tool oder Uber andere Opt-Out-Funktionen. Zum Beispiel kdnnen Sie
auch die Datenerfassung durch Cookies verhindern, indem Sie in lhrem Browser die Cookies
verwalten, deaktivieren oder |6schen.

Da bei solchen Sicherheitsdiensten auch Cookies zum Einsatz kommen kdnnen, empfehlen wir
Ihnen unsere allgemeine Datenschutzerklarung Uber Cookies. Um zu erfahren, welche Daten von
Ihnen genau gespeichert und verarbeitet werden, sollten Sie die Datenschutzerkldrungen der
jeweiligen Tools durchlesen.

Rechtsgrundlage

Wir setzen die Sicherheitsdienste hauptsachlich auf Grundlage unserer berechtigten Interessen
(Art. 6 Abs. 1 lit. f DSGVO) an einem guten Sicherheitssystem gegen diverse Cyberangriffe ein.

Bestimmte Verarbeitungen, insbesondere der Einsatz von Cookies sowie die Nutzung von
Sicherheitsfunktionen bedurfen lhrer Einwilligung. Wenn Sie eingewilligt haben, dass Daten von
Ihnen durch eingebundene Security-Dienste verarbeitet und gespeichert werden kdnnen, gilt diese
Einwilligung als Rechtsgrundlage der Datenverarbeitung (Art. 6 Abs. 1 lit. a DSGVO). Die meisten von
uns verwendeten Dienste setzen Cookies in Ihrem Browser, um Daten zu speichern. Darum
empfehlen wir Ihnen, unseren Datenschutztext tUber Cookies genau durchzulesen und die
Datenschutzerklarung oder die Cookie-Richtlinien des jeweiligen Dienstanbieters anzusehen.

Informationen zu speziellen Tools erfahren Sie - sofern vorhanden - in den folgenden Abschnitten.

Google reCAPTCHA Datenschutzerklarung

Google reCAPTCHA Datenschutzerklarung Zusammenfassung

28 Betroffene: Besucher der Website

& Zweck: Optimierung unserer Serviceleistung und Schutz vor Cyberangriffen

& Verarbeitete Daten: Daten wie etwa IP-Adresse, Browserinformationen, Ihr Betriebssystem,
eingeschrankte Standorts- und Nutzungsdaten

Mehr Details dazu finden Sie weiter unten in dieser Datenschutzerklarung.

7 Speicherdauer: abhéngig von den gespeicherten Daten

Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen)

Was ist reCAPTCHA?

Unser oberstes Ziel ist es, unsere Webseite fur Sie und fur uns bestmaoglich zu sichern und zu
schdtzen. Um das zu gewahrleisten, verwenden wir Google reCAPTCHA der Firma Google Inc. Fur
den europaischen Raum ist das Unternehmen Google Ireland Limited (Gordon House, Barrow
Street Dublin 4, Irland) fur alle Google-Dienste verantwortlich. Mit reCAPTCHA kénnen wir



feststellen, ob Sie auch wirklich ein Mensch aus Fleisch und Blut sind und kein Roboter oder eine
andere Spam-Software. Unter Spam verstehen wir jede, auf elektronischen Weg, unerwinschte
Information, die uns ungefragter Weise zukommt. Bei den klassischen CAPTCHAS mussten Sie zur
Uberprufung meist Text- oder Bildratsel 16sen. Mit reCAPTCHA von Google missen wir Sie meist
nicht mit solchen Ratseln belastigen. Hier reicht es in den meisten Fallen, wenn Sie einfach ein
Hakchen setzen und so bestatigen, dass Sie kein Bot sind. Mit der neuen Invisible reCAPTCHA
Version mussen Sie nicht mal mehr ein Hakchen setzen. Wie das genau funktioniert und vor allem
welche Daten dafur verwendet werden, erfahren Sie im Verlauf dieser Datenschutzerklarung.

reCAPTCHA ist ein freier Captcha-Dienst von Google, der Webseiten vor Spam-Software und den
Missbrauch durch nicht-menschliche Besucher schitzt. Am haufigsten wird dieser Dienst
verwendet, wenn Sie Formulare im Internet ausfullen. Ein Captcha-Dienst ist eine Art automatischer
Turing-Test, der sicherstellen soll, dass eine Handlung im Internet von einem Menschen und nicht
von einem Bot vorgenommen wird. Im klassischen Turing-Test (benannt nach dem Informatiker
Alan Turing) stellt ein Mensch die Unterscheidung zwischen Bot und Mensch fest. Bei Captchas
Ubernimmt das auch der Computer bzw. ein Softwareprogramm. Klassische Captchas arbeiten mit
kleinen Aufgaben, die fir Menschen leicht zu I6sen sind, doch fur Maschinen erhebliche
Schwierigkeiten aufweisen. Bei reCAPTCHA mussen Sie aktiv keine Ratsel mehr l16sen. Das Tool
verwendet moderne Risikotechniken, um Menschen von Bots zu unterscheiden. Hier mussen Sie
nur noch das Textfeld , Ich bin kein Roboter” ankreuzen bzw. bei Invisible reCAPTCHA ist selbst das
nicht mehr notig. Bei reCAPTCHA wird ein JavaScript-Element in den Quelltext eingebunden und
dann lauft das Tool im Hintergrund und analysiert Ihr Benutzerverhalten. Aus diesen Useraktionen
berechnet die Software einen sogenannten Captcha-Score. Google berechnet mit diesem Score
schon vor der Captcha-Eingabe wie hoch die Wahrscheinlichkeit ist, dass Sie ein Mensch sind.
reCAPTCHA bzw. Captchas im Allgemeinen kommen immer dann zum Einsatz, wenn Bots gewisse
Aktionen (wie z.B. Registrierungen, Umfragen usw.) manipulieren oder missbrauchen kénnten.

Warum verwenden wir reCAPTCHA auf unserer Website?

Wir wollen nur Menschen aus Fleisch und Blut auf unserer Seite begruf3en. Bots oder Spam-
Software unterschiedlichster Art durfen getrost zuhause bleiben. Darum setzen wir alle Hebel in
Bewegung, uns zu schitzen und die bestmdgliche Benutzerfreundlichkeit fur Sie anzubieten. Aus
diesem Grund verwenden wir Google reCAPTCHA der Firma Google. So kénnen wir uns ziemlich
sicher sein, dass wir eine ,botfreie” Webseite bleiben. Durch die Verwendung von reCAPTCHA
werden Daten an Google Ubermittelt, um festzustellen, ob Sie auch wirklich ein Mensch sind.
reCAPTCHA dient also der Sicherheit unserer Webseite und in weiterer Folge damit auch lhrer
Sicherheit. Zum Beispiel konnte es ohne reCAPTCHA passieren, dass bei einer Registrierung ein Bot
moglichst viele E-Mail-Adressen registriert, um im Anschluss Foren oder Blogs mit unerwunschten
Werbeinhalten ,zuzuspamen”. Mit reCAPTCHA kdnnen wir solche Botangriffe vermeiden.

Welche Daten werden von reCAPTCHA gespeichert?

reCAPTCHA sammelt personenbezogene Daten von Usern, um festzustellen, ob die Handlungen
auf unserer Webseite auch wirklich von Menschen stammen. Es kann also die IP-Adresse und
andere Daten, die Google fir den reCAPTCHA-Dienst bendétigt, an Google versendet werden. IP-
Adressen werden innerhalb der Mitgliedstaaten der EU oder anderer Vertragsstaaten des



Abkommens Uber den Europaischen Wirtschaftsraum fast immer zuvor gekurzt, bevor die Daten
auf einem Server in den USA landen. Die IP-Adresse wird nicht mit anderen Daten von Google
kombiniert, sofern Sie nicht wahrend der Verwendung von reCAPTCHA mit Ihrem Google-Konto
angemeldet sind. Zuerst pruft der reCAPTCHA-Algorithmus, ob auf Threm Browser schon Google-
Cookies von anderen Google-Diensten (YouTube. Gmail usw.) platziert sind. AnschlieRend setzt
reCAPTCHA ein zusatzliches Cookie in Inrem Browser und erfasst einen Schnappschuss Ihres
Browserfensters.

Die folgende Liste von gesammelten Browser- und Userdaten, hat nicht den Anspruch auf
Vollstandigkeit. Vielmehr sind es Beispiele von Daten, die nach unserer Erkenntnis, von Google
verarbeitet werden.

e Referrer URL (die Adresse der Seite von der der Besucher kommt)

e |P-Adresse (z.B. 256.123.123.1)

e Infos Uber das Betriebssystem (die Software, die den Betrieb Ihres Computers ermoglicht.
Bekannte Betriebssysteme sind Windows, Mac OS X oder Linux)

e Cookies (kleine Textdateien, die Daten in Ihrem Browser speichern)

e Maus- und Keyboardverhalten (jede Aktion, die Sie mit der Maus oder der Tastatur ausfuhren
wird gespeichert)

e Datum und Spracheinstellungen (welche Sprache bzw. welches Datum Sie auf lhrem PC
voreingestellt haben wird gespeichert)

« Alle Javascript-Objekte (JavaScript ist eine Programmiersprache, die Webseiten ermdoglicht,
sich an den User anzupassen. JavaScript-Objekte konnen alle méglichen Daten unter einem
Namen sammeln)

e Bildschirmauflosung (zeigt an aus wie vielen Pixeln die Bilddarstellung besteht)

Unumstritten ist, dass Google diese Daten verwendet und analysiert noch bevor Sie auf das
Hakchen ,Ich bin kein Roboter” klicken. Bei der Invisible reCAPTCHA-Version fallt sogar das
Ankreuzen weg und der ganze Erkennungsprozess lauft im Hintergrund ab. Wie viel und welche
Daten Google genau speichert, erfahrt man von Google nicht im Detail.

Folgende Cookies werden von reCAPTCHA verwendet: Hierbei beziehen wir uns auf die reCAPTCHA
Demo-Version von Google unter https://www.google.com/recaptcha/api2/demo. All diese Cookies
bendtigen zu Trackingzwecken eine eindeutige Kennung. Hier ist eine Liste an Cookies, die Google
reCAPTCHA auf der Demo-Version gesetzt hat:

Name: IDE

Wert: WqTUmInmv_gXyi_DGNPLESKNRNrpgXoy1K-pAZtAkMbHI-113105601-8
Verwendungszweck: Dieses Cookie wird von der Firma DoubleClick (gehort auch Google) gesetzt,
um die Aktionen eines Users auf der Webseite im Umgang mit Werbeanzeigen zu registrieren und
zu melden. So kann die Werbewirksamkeit gemessen und entsprechende
OptimierungsmalBnahmen getroffen werden. IDE wird in Browsern unter der Domain
doubleclick.net gespeichert.

Ablaufdatum: nach einem Jahr

Name: 1P_JAR


https://www.google.com/recaptcha/api2/demo

Wert: 2019-5-14-12

Verwendungszweck: Dieses Cookie sammelt Statistiken zur Webseite-Nutzung und misst
Conversions. Eine Conversion entsteht z.B., wenn ein User zu einem Kaufer wird. Das Cookie wird
auch verwendet, um Usern relevante Werbeanzeigen einzublenden. Weiters kann man mit dem
Cookie vermeiden, dass ein User dieselbe Anzeige mehr als einmal zu Gesicht bekommt.
Ablaufdatum: nach einem Monat

Name: ANID

Wert: U7j1v3dZa1131056010xgZFmigWppRWKOr

Verwendungszweck: Viele Infos konnten wir Uber dieses Cookie nicht in Erfahrung bringen. In der
Datenschutzerklarung von Google wird das Cookie im Zusammenhang mit ,Werbecookies” wie z. B.
“DSID", “FLC", “AID", “TAID" erwahnt. ANID wird unter Domain google.com gespeichert.
Ablaufdatum: nach 9 Monaten

Name: CONSENT

Wert: YES+AT.de+20150628-20-0

Verwendungszweck: Das Cookie speichert den Status der Zustimmung eines Users zur Nutzung
unterschiedlicher Services von Google. CONSENT dient auch der Sicherheit, um User zu
Uberprufen, Betrigereien von Anmeldeinformationen zu verhindern und Userdaten vor
unbefugten Angriffen zu schutzen.

Ablaufdatum: nach 19 Jahren

Name: NID

Wert: OWmuWqy113105601zILzgV_nmt3sDXwPeM5Q

Verwendungszweck: NID wird von Google verwendet, um Werbeanzeigen an lhre Google-Suche
anzupassen. Mit Hilfe des Cookies ,erinnert” sich Google an Ihre meist eingegebenen Suchanfragen
oder lhre frihere Interaktion mit Anzeigen. So bekommen Sie immer malRgeschneiderte
Werbeanzeigen. Das Cookie enthélt eine einzigartige ID, um personliche Einstellungen des Users
far Werbezwecke zu sammeln.

Ablaufdatum: nach 6 Monaten

Name: DV

Wert: gEAABBCjJMXcIOdSAAAANDbQc113105601-4

Verwendungszweck: Sobald Sie das , Ich bin kein Roboter“-Hakchen angekreuzt haben, wird dieses
Cookie gesetzt. Das Cookie wird von Google Analytics fur personalisierte Werbung verwendet. DV
sammelt Informationen in anonymisierter Form und wird weiters benutzt, um User-
Unterscheidungen zu treffen.

Ablaufdatum: nach 10 Minuten

Anmerkung: Diese Aufzahlung kann keinen Anspruch auf Vollstandigkeit erheben, da Google
erfahrungsgemald die Wahl ihrer Cookies immer wieder auch verandert.

Wie lange und wo werden die Daten gespeichert?

Durch das Einfugen von reCAPTCHA werden Daten von Ihnen auf den Google-Server Ubertragen.
Wo genau diese Daten gespeichert werden, stellt Google, selbst nach wiederholtem Nachfragen,



nicht klar dar. Ohne eine Bestatigung von Google erhalten zu haben, ist davon auszugehen, dass
Daten wie Mausinteraktion, Verweildauer auf der Webseite oder Spracheinstellungen auf den
europaischen oder amerikanischen Google-Servern gespeichert werden. Die IP-Adresse, die Ihr
Browser an Google Ubermittelt, wird grundsatzlich nicht mit anderen Google-Daten aus weiteren
Google-Diensten zusammengefuhrt. Wenn Sie allerdings wahrend der Nutzung des reCAPTCHA-
Plug-ins bei Ihrem Google-Konto angemeldet sind, werden die Daten zusammengefthrt. Dafur
gelten die abweichenden Datenschutzbestimmungen der Firma Google.

Wie kann ich meine Daten loschen bzw. die Datenspeicherung verhindern?

Wenn Sie wollen, dass Uber Sie und uber Ihr Verhalten keine Daten an Google ubermittelt werden,
mussen Sie sich, bevor Sie unsere Webseite besuchen bzw. die reCAPTCHA-Software verwenden,
bei Google vollkommen ausloggen und alle Google-Cookies I6schen. Grundsatzlich werden die
Daten sobald Sie unsere Seite aufrufen automatisch an Google Ubermittelt. Um diese Daten wieder
zu l6schen, mussen Sie den Google-Support auf
https://support.google.com/?hl=de&tid=113105601 kontaktieren.

Wenn Sie also unsere Webseite verwenden, erklaren Sie sich einverstanden, dass Google LLC und
deren Vertreter automatisch Daten erheben, bearbeiten und nutzen.

Bitte beachten Sie, dass bei der Verwendung dieses Tools Daten von Ihnen auch aul3erhalb der EU
gespeichert und verarbeitet werden kdnnen. Die meisten Drittstaaten (darunter auch die USA)
gelten nach derzeitigem europaischen Datenschutzrecht als nicht sicher. Daten an unsichere
Drittstaaten durfen also nicht einfach Ubertragen, dort gespeichert und verarbeitet werden, sofern
es keine passenden Garantien (wie etwa EU-Standardvertragsklauseln) zwischen uns und dem
aulRereuropaischen Dienstleister gibt.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Google reCAPTCHA eingesetzt werden darf, ist die
Rechtsgrundlage der entsprechenden Datenverarbeitung diese Einwilligung. Diese Einwilligung
stellt laut Art. 6 Abs. 1 lit. a DSGVO (Einwilligung) die Rechtsgrundlage fur die Verarbeitung
personenbezogener Daten, wie sie bei der Erfassung durch Google reCAPTCHA vorkommen kann,
dar.

Von unserer Seite besteht zudem ein berechtigtes Interesse, Google reCAPTCHA zu verwenden, um
unser Online-Service zu optimieren und sicherer zu machen. Die dafur entsprechende
Rechtsgrundlage ist Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen). Wir setzen Google
reCAPTCHA gleichwohl nur ein, soweit Sie eine Einwilligung erteilt haben.

Google verarbeitet Daten von Ihnen u.a. auch in den USA. Google ist aktiver Teilnehmer des EU-US
Data Privacy Frameworks, wodurch der korrekte und sichere Datentransfer personenbezogener
Daten von EU-Burgern in die USA geregelt wird. Mehr Informationen dazu finden Sie auf
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcbOfddf en.

Zudem verwendet Google sogenannte Standardvertragsklauseln (= Art. 46. Abs. 2 und 3 DSGVO).
Standardvertragsklauseln (Standard Contractual Clauses - SCC) sind von der EU-Kommission


https://support.google.com/?hl=de&tid=113105601
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf_en

bereitgestellte Mustervorlagen und sollen sicherstellen, dass lhre Daten auch dann den
europaischen Datenschutzstandards entsprechen, wenn diese in Drittlander (wie beispielsweise in
die USA) Uberliefert und dort gespeichert werden. Durch das EU-US Data Privacy Framework und
durch die Standardvertragsklauseln verpflichtet sich Google, bei der Verarbeitung Ihrer relevanten
Daten, das europaische Datenschutzniveau einzuhalten, selbst wenn die Daten in den USA
gespeichert, verarbeitet und verwaltet werden. Diese Klauseln basieren auf einem
Durchfihrungsbeschluss der EU-Kommission. Sie finden den Beschluss und die entsprechenden
Standardvertragsklauseln u.a. hier: https://eur-lex.europa.eu/eli/dec_impl/2021/914/0j?locale=de

Die Google Ads Datenverarbeitungsbedingungen (Google Ads Data Processing Terms), welche auf
die Standardvertragsklauseln verweisen, finden Sie unter
https://business.safety.google/intl/de/adsprocessorterms/.

Etwas mehr Uber reCAPTCHA erfahren Sie auf der Webentwickler-Seite von Google auf
https://developers.google.com/recaptcha/. Google geht hier zwar auf die technische Entwicklung
der reCAPTCHA naher ein, doch genaue Informationen Uber Datenspeicherung und
datenschutzrelevanten Themen sucht man auch dort vergeblich. Eine gute Ubersicht tber die
grundsatzliche Verwendung von Daten bei Google finden Sie in der hauseigenen
Datenschutzerklarung auf https://policies.google.com/privacy.

Webdesign Einleitung

Webdesign Datenschutzerklarung Zusammenfassung

2% Betroffene: Besucher der Website

W Zweck: Verbesserung der Nutzererfahrung

B Verarbeitete Daten: Welche Daten verarbeitet werden, hangt stark von den verwendeten
Diensten ab. Meist handelt es sich etwa um IP-Adresse, technische Daten,
Spracheinstellungen, Browserversion, Bildschirmauflosung und Name des Browsers. Mehr
Details dazu finden Sie bei den jeweils eingesetzten Webdesign-Tools.

Speicherdauer: abhangig von den eingesetzten Tools

Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen)

Was ist Webdesign?

Wir verwenden auf unserer Website verschiedene Tools, die unserem Webdesign dienen. Bei
Webdesign geht es nicht, wie oft angenommen, nur darum, dass unsere Website hibsch aussieht,
sondern auch um Funktionalitat und Leistung. Aber naturlich ist die passende Optik einer Website
auch eines der groBen Ziele professionellen Webdesigns. Webdesign ist ein Teilbereich des
Mediendesigns und beschaftigt sich sowohl mit der visuellen als auch der strukturellen und
funktionalen Gestaltung einer Website. Ziel ist es mit Hilfe von Webdesign lhre Erfahrung auf
unserer Website zu verbessern. Im Webdesign-Jargon spricht man in diesem Zusammenhang von
User-Experience (UX) und Usability. Unter User Experience versteht man alle Eindrtcke und
Erlebnisse, die der Websitebesucher auf einer Website erfahrt. Ein Unterpunkt der User Experience
ist die Usability. Dabei geht es um die Nutzerfreundlichkeit einer Website. Wert gelegt wird hier vor
allem darauf, dass Inhalte, Unterseiten oder Produkte klar strukturiert sind und Sie leicht und
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schnell finden, wonach Sie suchen. Um Ihnen die bestmogliche Erfahrung auf unserer Website zu
bieten, verwenden wir auch sogenannte Webdesign-Tools von Drittanbietern. Unter die Kategorie
~Webdesign“ fallen in dieser Datenschutzerklarung also alle Dienste, die unsere Website
gestalterisch verbessern. Das kdnnen beispielsweise Schriftarten, diverse Plugins oder andere
eingebundene Webdesign-Funktionen sein.

Warum verwenden wir Webdesign-Tools?

Wie Sie Informationen auf einer Website aufnehmen, hangt sehr stark von der Struktur, der
Funktionalitat und der visuellen Wahrnehmung der Website ab. Daher wurde auch fur uns ein
gutes und professionelles Webdesign immer wichtiger. Wir arbeiten standig an der Verbesserung
unserer Website und sehen dies auch als erweiterte Dienstleistung fur Sie als Websitebesucher.
Weiters hat eine schéne und funktionierende Website auch wirtschaftliche Vorteile fur uns.
Schlie3lich werden Sie uns nur besuchen und unsere Angebote in Anspruch nehmen, wenn Sie sich
rundum wohl fuhlen.

Welche Daten werden durch Webdesign-Tools gespeichert?

Wenn Sie unsere Website besuchen, konnen Webdesign-Elemente in unseren Seiten eingebunden
sein, die auch Daten verarbeiten kdnnen. Um welche Daten es sich genau handelt, hangt naturlich
stark von den verwendeten Tools ab. Weiter unter sehen Sie genau, welche Tools wir fUr unsere
Website verwenden. Wir empfehlen Ihnen fir nahere Informationen tber die Datenverarbeitung
auch die jeweilige Datenschutzerklarung der verwendeten Tools durchzulesen. Meistens erfahren
Sie dort, welche Daten verarbeitet werden, ob Cookies eingesetzt werden und wie lange die Daten
aufbewahrt werden. Durch Schriftarten wie etwa Google Fonts werden beispielsweise auch
Informationen wie Spracheinstellungen, IP-Adresse, Version des Browsers, Bildschirmauflésung des
Browsers und Name des Browsers automatisch an die Google-Server Ubertragen.

Dauer der Datenverarbeitung

Wie lange Daten verarbeitet werden, ist sehr individuell und hangt von den eingesetzten
Webdesign-Elementen ab. Wenn Cookies beispielsweise zum Einsatz kommen, kann die
Aufbewahrungsdauer nur eine Minute, aber auch ein paar Jahre dauern. Machen Sie sich
diesbezuglich bitte schlau. Dazu empfehlen wir Ihnen einerseits unseren allgemeinen Textabschnitt
Uber Cookies sowie die Datenschutzerklarungen der eingesetzten Tools. Dort erfahren Sie in der
Regel, welche Cookies genau eingesetzt werden, und welche Informationen darin gespeichert
werden. Google-Font-Dateien werden zum Beispiel ein Jahr gespeichert. Damit soll die Ladezeit
einer Website verbessert werden. Grundsatzlich werden Daten immer nur so lange aufbewahrt, wie
es fur die Bereitstellung des Dienstes notig ist. Bei gesetzlichen Vorschreibungen kdnnen Daten
auch langer gespeichert werden.

Widerspruchsrecht

Sie haben auch jederzeit das Recht und die Moglichkeit Ihre Einwilligung zur Verwendung von
Cookies bzw. Drittanbietern zu widerrufen. Das funktioniert entweder Uber unser Cookie-
Management-Tool oder Uber andere Opt-Out-Funktionen. Sie kénnen auch die Datenerfassung



durch Cookies verhindern, indem Sie in Ihrem Browser die Cookies verwalten, deaktivieren oder
l6schen. Unter Webdesign-Elementen (meistens bei Schriftarten) gibt es allerdings auch Daten, die
nicht ganz so einfach geléscht werden kdnnen. Das ist dann der Fall, wenn Daten direkt bei einem
Seitenaufruf automatisch erhoben und an einen Drittanbieter (wie z. B. Google) Ubermittelt
werden. Wenden Sie sich dann bitte an den Support des entsprechenden Anbieters. Im Fall von
Google erreichen Sie den Support unter https://support.google.com/?hl=de.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Webdesign-Tools eingesetzt werden durfen, ist die
Rechtsgrundlage der entsprechenden Datenverarbeitung diese Einwilligung. Diese Einwilligung
stellt laut Art. 6 Abs. 1 lit. a DSGVO (Einwilligung) die Rechtsgrundlage fur die Verarbeitung
personenbezogener Daten, wie sie bei der Erfassung durch Webdesign-Tools vorkommen kann,
dar. Von unserer Seite besteht zudem ein berechtigtes Interesse, das Webdesign auf unserer
Website zu verbessern. Schlie8lich kdnnen wir Ihnen nur dann ein schénes und professionelles
Webangebot liefern. Die dafur entsprechende Rechtsgrundlage ist Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen). Wir setzen Webdesign-Tools gleichwohl nur ein, soweit Sie eine
Einwilligung erteilt haben. Das wollen wir hier auf jeden Fall nochmals betonen.

Informationen zu speziellen Webdesign-Tools erhalten Sie - sofern vorhanden - in den folgenden
Abschnitten.

Google Fonts Datenschutzerklarung

Google Fonts Datenschutzerkldrung Zusammenfassung

2¢ Betroffene: Besucher der Website

w Zweck: Optimierung unserer Serviceleistung

B Verarbeitete Daten: Daten wie etwa IP-Adresse und CSS- und Schrift-Anfragen
Mehr Details dazu finden Sie weiter unten in dieser Datenschutzerklarung.

"7 Speicherdauer: Font-Dateien werden bei Google ein Jahr gespeichert
Rechtsgrundlagen: Art. 6 Abs. 1 lit. a DSGVO (Einwilligung), Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen)

Was sind Google Fonts?

Auf unserer Website verwenden wir Google Fonts. Das sind die “Google-Schriften” der Firma Google
Inc. FUr den europaischen Raum ist das Unternehmen Google Ireland Limited (Gordon House,
Barrow Street Dublin 4, Irland) fur alle Google-Dienste verantwortlich.

Fur die Verwendung von Google-Schriftarten mussen Sie sich nicht anmelden bzw. ein Passwort
hinterlegen. Weiters werden auch keine Cookies in Ihrem Browser gespeichert. Die Dateien (CSS,
Schriftarten/Fonts) werden Uber die Google-Domains fonts.googleapis.com und fonts.gstatic.com
angefordert. Laut Google sind die Anfragen nach CSS und Schriften vollkommen getrennt von allen
anderen Google-Diensten. Wenn Sie ein Google-Konto haben, brauchen Sie keine Sorge haben,
dass lhre Google-Kontodaten, wahrend der Verwendung von Google Fonts, an Google Ubermittelt
werden. Google erfasst die Nutzung von CSS (Cascading Style Sheets) und der verwendeten
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Schriftarten und speichert diese Daten sicher. Wie die Datenspeicherung genau aussieht, werden
wir uns noch im Detail ansehen.

Google Fonts (fruher Google Web Fonts) ist ein Verzeichnis mit Uber 800 Schriftarten, die
Google Ihren Nutzern kostenlos zu Verfugung stellen.

Viele dieser Schriftarten sind unter der SIL Open Font License veroffentlicht, wahrend andere unter
der Apache-Lizenz verdffentlicht wurden. Beides sind freie Software-Lizenzen.

Warum verwenden wir Google Fonts auf unserer Website?

Mit Google Fonts kdnnen wir auf der eigenen Webseite Schriften nutzen, und mussen sie nicht auf
unserem eigenen Server hochladen. Google Fonts ist ein wichtiger Baustein, um die Qualitat
unserer Webseite hoch zu halten. Alle Google-Schriften sind automatisch fir das Web optimiert
und dies spart Datenvolumen und ist speziell fir die Verwendung bei mobilen Endgeraten ein
grol3er Vorteil. Wenn Sie unsere Seite besuchen, sorgt die niedrige Dateigrof3e fur eine schnelle
Ladezeit. Des Weiteren sind Google Fonts sichere Web Fonts. Unterschiedliche Bildsynthese-
Systeme (Rendering) in verschiedenen Browsern, Betriebssystemen und mobilen Endgeraten
kénnen zu Fehlern fuhren. Solche Fehler kdnnen teilweise Texte bzw. ganze Webseiten optisch
verzerren. Dank des schnellen Content Delivery Network (CDN) gibt es mit Google Fonts keine
plattformubergreifenden Probleme. Google Fonts unterstitzt alle gangigen Browser (Google
Chrome, Mozilla Firefox, Apple Safari, Opera) und funktioniert zuverlassig auf den meisten
modernen mobilen Betriebssystemen, einschlieBlich Android 2.2+ und iOS 4.2+ (iPhone, iPad, iPod).
Wir verwenden die Google Fonts also, damit wir unser gesamtes Online-Service so schén und
einheitlich wie moglich darstellen kénnen.

Welche Daten werden von Google gespeichert?

Wenn Sie unsere Webseite besuchen, werden die Schriften Uber einen Google-Server nachgeladen.
Durch diesen externen Aufruf werden Daten an die Google-Server Ubermittelt. So erkennt Google
auch, dass Sie bzw. Ihre IP-Adresse unsere Webseite besucht. Die Google Fonts APl wurde
entwickelt, um Verwendung, Speicherung und Erfassung von Endnutzerdaten auf das zu
reduzieren, was fur eine ordentliche Bereitstellung von Schriften notig ist. APl steht Ubrigens far
+Application Programming Interface” und dient unter anderem als Datenubermittler im
Softwarebereich.

Google Fonts speichert CSS- und Schrift-Anfragen sicher bei Google und ist somit geschutzt. Durch
die gesammelten Nutzungszahlen kann Google feststellen, wie gut die einzelnen Schriften
ankommen. Die Ergebnisse veroffentlicht Google auf internen Analyseseiten, wie beispielsweise
Google Analytics. Zudem verwendet Google auch Daten des eigenen Web-Crawlers, um
festzustellen, welche Webseiten Google-Schriften verwenden. Diese Daten werden in der BigQuery-
Datenbank von Google Fonts veréffentlicht. Unternehmer und Entwickler nitzen das Google-
Webservice BigQuery, um grof3e Datenmengen untersuchen und bewegen zu kénnen.

Zu bedenken gilt allerdings noch, dass durch jede Google Font Anfrage auch Informationen
wie Spracheinstellungen, IP-Adresse, Version des Browsers, Bildschirmauflésung des Browsers und
Name des Browsers automatisch an die Google-Server Ubertragen werden. Ob diese Daten auch
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gespeichert werden, ist nicht klar feststellbar bzw. wird von Google nicht eindeutig kommuniziert.
Wie lange und wo werden die Daten gespeichert?

Anfragen fur CSS-Assets speichert Google einen Tag lang auf seinen Servern, die hauptsachlich
aullerhalb der EU angesiedelt sind. Das ermdglicht uns, mithilfe eines Google-Stylesheets die
Schriftarten zu nutzen. Ein Stylesheet ist eine Formatvorlage, Uber die man einfach und schnell z.B.
das Design bzw. die Schriftart einer Webseite andern kann.

Die Font-Dateien werden bei Google ein Jahr gespeichert. Google verfolgt damit das Ziel, die
Ladezeit von Webseiten grundsatzlich zu verbessern. Wenn Millionen von Webseiten auf die
gleichen Schriften verweisen, werden sie nach dem ersten Besuch zwischengespeichert und
erscheinen sofort auf allen anderen spater besuchten Webseiten wieder. Manchmal aktualisiert
Google Schriftdateien, um die Dateigrdél3e zu reduzieren, die Abdeckung von Sprache zu erhéhen
und das Design zu verbessern.

Wie kann ich meine Daten I6schen bzw. die Datenspeicherung verhindern?

Jene Daten, die Google flr einen Tag bzw. ein Jahr speichert kénnen nicht einfach geldscht werden.
Die Daten werden beim Seitenaufruf automatisch an Google Ubermittelt. Um diese Daten vorzeitig
|6schen zu kdnnen, missen Sie den Google-Support auf
https://support.google.com/?hl=de&tid=113105601 kontaktieren. Datenspeicherung verhindern Sie
in diesem Fall nur, wenn Sie unsere Seite nicht besuchen.

Anders als andere Web-Schriften erlaubt uns Google uneingeschrankten Zugriff auf alle
Schriftarten. Wir kdnnen also unlimitiert auf ein Meer an Schriftarten zugreifen und so das
Optimum fur unsere Webseite rausholen. Mehr zu Google Fonts und weiteren Fragen finden Sie
auf https://developers.google.com/fonts/fag?tid=113105601. Dort geht zwar Google auf
datenschutzrelevante Angelegenheiten ein, doch wirklich detaillierte Informationen Gber
Datenspeicherung sind nicht enthalten. Es ist relativ schwierig, von Google wirklich prazise
Informationen Uber gespeicherten Daten zu bekommen.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Google Fonts eingesetzt werden darf, ist die Rechtsgrundlage der
entsprechenden Datenverarbeitung diese Einwilligung. Diese Einwilligung stellt laut Art. 6 Abs. 1
lit. a DSGVO (Einwilligung) die Rechtsgrundlage fur die Verarbeitung personenbezogener Daten,
wie sie bei der Erfassung durch Google Fonts vorkommen kann, dar.

Von unserer Seite besteht zudem ein berechtigtes Interesse, Google Font zu verwenden, um unser
Online-Service zu optimieren. Die dafur entsprechende Rechtsgrundlage ist Art. 6 Abs. 1 lit. f
DSGVO (Berechtigte Interessen). Wir setzen Google Font gleichwohl nur ein, soweit Sie eine
Einwilligung erteilt haben.

Google verarbeitet Daten von Ihnen u.a. auch in den USA. Google ist aktiver Teilnehmer des EU-US
Data Privacy Frameworks, wodurch der korrekte und sichere Datentransfer personenbezogener
Daten von EU-Burgern in die USA geregelt wird. Mehr Informationen dazu finden Sie auf
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https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf _en.

Zudem verwendet Google sogenannte Standardvertragsklauseln (= Art. 46. Abs. 2 und 3 DSGVO).
Standardvertragsklauseln (Standard Contractual Clauses - SCC) sind von der EU-Kommission
bereitgestellte Mustervorlagen und sollen sicherstellen, dass lhre Daten auch dann den
europdischen Datenschutzstandards entsprechen, wenn diese in Drittlander (wie beispielsweise in
die USA) Uberliefert und dort gespeichert werden. Durch das EU-US Data Privacy Framework und
durch die Standardvertragsklauseln verpflichtet sich Google, bei der Verarbeitung Ihrer relevanten
Daten, das europaische Datenschutzniveau einzuhalten, selbst wenn die Daten in den USA
gespeichert, verarbeitet und verwaltet werden. Diese Klauseln basieren auf einem
Durchfihrungsbeschluss der EU-Kommission. Sie finden den Beschluss und die entsprechenden
Standardvertragsklauseln u.a. hier: https://eur-lex.europa.eu/eli/dec_impl/2021/914/0j?locale=de

Die Google Ads Datenverarbeitungsbedingungen (Google Ads Data Processing Terms), welche auf
die Standardvertragsklauseln verweisen, finden Sie unter
https://business.safety.google/intl/de/adsprocessorterms/.

Welche Daten grundsatzlich von Google erfasst werden und wofur diese Daten verwendet werden,
kénnen Sie auch auf https://www.google.com/intl/de/policies/privacy/ nachlesen.

Google Fonts Lokal Datenschutzerklarung

Auf unserer Website nutzen wir Google Fonts der Firma Google Inc. Fur den europaischen Raum ist
das Unternehmen Google Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland)
verantwortlich. Wir haben die Google-Schriftarten lokal, d.h. auf unserem Webserver - nicht auf
den Servern von Google - eingebunden. Dadurch gibt es keine Verbindung zu Google-Servern und
somit auch keine Datenubertragung oder Speicherung.

Was sind Google Fonts?

Friher nannte man Google Fonts auch Google Web Fonts. Dabei handelt es sich um ein interaktives
Verzeichnis mit Uber 800 Schriftarten, die Google kostenlos bereitstellt. Mit Google Fonts kdnnte
man Schriften nutzen, ohne sie auf den eigenen Server hochzuladen. Doch um diesbezlglich jede
Informationsubertragung zu Google-Servern zu unterbinden, haben wir die Schriftarten auf
unseren Server heruntergeladen. Auf diese Weise handeln wir datenschutzkonform und senden
keine Daten an Google Fonts weiter.

Schlusswort

Herzlichen Glickwunsch! Wenn Sie diese Zeilen lesen, haben Sie sich wirklich durch unsere
gesamte Datenschutzerklarung ,gekampft” oder zumindest bis hier hin gescrollt. Wie Sie am
Umfang unserer Datenschutzerklarung sehen, nehmen wir den Schutz Ihrer persénlichen Daten,
alles andere als auf die leichte Schulter.

Uns ist es wichtig, Sie nach bestem Wissen und Gewissen Uber die Verarbeitung
personenbezogener Daten zu informieren. Dabei wollen wir Thnen aber nicht nur mitteilen, welche
Daten verarbeitet werden, sondern auch die Beweggrinde fur die Verwendung diverser
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Softwareprogramme naherbringen. In der Regel klingen Datenschutzerklarung sehr technisch und
juristisch. Da die meisten von Ihnen aber keine Webentwickler oder Juristen sind, wollten wir auch
sprachlich einen anderen Weg gehen und den Sachverhalt in einfacher und klarer Sprache erklaren.
Immer ist dies naturlich aufgrund der Thematik nicht méglich. Daher werden die wichtigsten
Begriffe am Ende der Datenschutzerklarung naher erlautert.

Bei Fragen zum Thema Datenschutz auf unserer Website zdgern Sie bitte nicht, uns oder die
verantwortliche Stelle zu kontaktieren. Wir winschen Ihnen noch eine schone Zeit und hoffen, Sie
auf unserer Website bald wieder begruf3en zu durfen.

Alle Texte sind urheberrechtlich geschutzt.

Quelle: Datenschutzerklarung erstellt mit dem Datenschutz Generator fir Osterreich von AdSimple
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